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Rezumat

La 4 martie 2025, Comisia Europeana a demarat procesul de adoptare a proiectului sdu de decizie de
punere in aplicare (proiectul de decizie) privind protectia adecvata a datelor cu caracter personal de
catre Organizatia Europeana de Brevete (OEB sau organizatia)®.

La 5 martie 2025, Comisia Europeana a solicitat avizul Comitetului european pentru protectia datelor
(CEPD). Evaluarea efectuata de CEPD privind caracterul adecvat al nivelului de protectie asigurat de
Organizatia Europeana de Brevete a fost realizata in baza examinarii proiectului de decizie ca atare,
precum si in baza analizarii documentatiei puse la dispozitie de Comisia Europeana.

CEPD s-a concentrat pe evaluarea cadrului juridic si a normelor privind protectia datelor aplicabile
Organizatiei Europene de Brevete, precum si a cailor de atac aflate la dispozitia persoanelor fizice din
Spatiul Economic European (SEE), inclusiv accesul autoritatilor publice la datele cu caracter personal
transferate din SEE catre Organizatia Europeana de Brevete.

CEPD a evaluat, de asemenea, daca garantiile prevazute in cadrul juridic al Organizatiei Europene de
Brevete sunt in vigoare si eficace si si-a axat evaluarea in special pe supraveghere si aplicare, tinand
seama de specificul organizatiilor internationale.

CEPD a utilizat ca referinta principala pentru aceasta activitate criteriile de referinta privind caracterul
adecvat al nivelului de protectie adoptate de Grupul de lucru , Articolul 29”2,

CEPD constata cu satisfactie ca exista numeroase similitudini intre cadrul de protectie a datelor al
Organizatiei Europene de Brevete si cadrul de protectie a datelor al Uniunii Europene, inclusiv in ceea
ce priveste drepturile si principiile in materie de protectie a datelor.

De asemenea, a concluzionat ca anumite aspecte ar trebui clarificate in continuare si monitorizate
indeaproape de Comisia Europeana.

n special, CEPD invitd Comisia s3 clarifice c3, in contextul structurii de guvernanta a protectiei datelor
implementate de Organizatia Europeana de Brevete, operatorul (adica Oficiul European de Brevete)
ramane entitatea responsabild in ultima instanta pentru incalcarile normelor in materie de protectie a
datelor.

in ceea ce priveste transferurile ulterioare, CEPD observd cd cerinta de a nu submina nivelul de
protectie nu este mentionata in mod expres in legatura cu asa-numitele ,transmiteri” de date cu
caracter personal catre autoritatile publice din statele contractante ale Organizatiei Europene de
Brevete. CEPD solicita Comisiei sa clarifice acest aspect si ce garantii se aplica atunci cand datele cu
caracter personal sunt transmise Tn contextul specific al procedurii de acordare a brevetelor.

Avand in vedere legatura stransa dintre responsabilul cu protectia datelor (RPD) si Comitetul pentru
protectia datelor (CPD), precum si importanta competentelor de investigare, de audit si corective,
CEPD recomanda Comisiei sa clarifice in continuare interactiunea dintre acestea, in special in ceea ce
priveste exercitarea competentelor de investigare, de audit si corective, precum si sa clarifice rolul
RPD-ului in tratarea cererilor persoanelor vizate si rolul sdu, daca este cazul, in procedura de depunere
a plangerilor la CPD. Tn plus, CEPD observa c3 avizele (motivate) emise de CPD in contextul procedurii
de depunere a plangerilor sunt in continuare neobligatorii si invita Comisia sa verifice si sa se asigure

1 Comunicat de presa https://ec.europa.eu/commission/presscorner/detail/sv/ip 25 613.
2 Grupul de lucru ,,Articolul 29”7, WP 254 rev. 01, adoptat la 28 noiembrie 2017 si revizuit ultima data si adoptat
la 6 februarie 2018, aprobat de CEPD.
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ca In acest context competentele CPD-ului sunt obligatorii si sa evalueze daca ar putea fi prevazute
garantii suplimentare in acest sens.

CEPD a analizat, de asemenea, cadrul juridic al Organizatiei Europene de Brevete in ceea ce priveste
accesul autoritatilor publice la datele cu caracter personal transferate din Uniune catre organizatie si
utilizarea acestora. In acest sens, CEPD subliniaza c& evaluarea accesului autorititilor publice in cazul
de fata este distincta de evaluarea care corespunde nivelului de protectie oferit de o tara terta.
Scenariul specific al unei decizii privind protectia adecvata a datelor cu caracter personal de catre o
organizatie internationald necesita revizuirea normelor care determina modul in care organizatia
respectiva trateaza cererile de acces ale autoritatilor publice.

n ceea ce priveste statele contractante, imunititile Organizatiei Europene de Brevete sunt completate
de o obligatie de cooperare. In acest scop, Organizatia Europeand de Brevete poate renunta la
imunitatea sa de jurisdictie si de executare pentru a raspunde cererilor de acces ale autoritatilor
publice. CEPD invita Comisia sa clarifice in continuare, in special in ceea ce priveste cererile de acces in
scopuri de aplicare a legii si de securitate nationala, modul in care obligatia de cooperare se raporteaza
la conceptul de imunitate. Tn acest context, CEPD invitd Comisia si clarifice, de asemenea, autoritatea
presedintelui si puterea sa discretionara atunci cand decide cu privire la o cerere de cooperare.

Daca Organizatia Europeana de Brevete decide sa dea curs unei cereri de acces din partea unui stat
contractant, se aplica cerintele privind transmiterea datelor. Aceste norme se aplica tuturor statelor
contractante, indiferent daca statul contractant este un stat membru al SEE sau este considerat tara
terta din perspectiva legislatiei UE privind protectia datelor. CEPD subliniaza ca cerintele din capitolul V
din RGPD, in masura in care este necesar pentru a stabili nivelul de protectie in esenta echivalent,
trebuie abordate in mod suficient si invita Comisia sa clarifice ce garantii se aplica in astfel de cazuri.
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Comitetul european pentru protectia datelor,

avand in vedere articolul 70 alineatul (1) litera (s) din Regulamentul (UE) 2016/679 al Parlamentului
European si al Consiliului din 27 aprilie 2016 privind protectia persoanelor fizice in ceea ce priveste
prelucrarea datelor cu caracter personal si privind libera circulatie a acestor date si de abrogare a
Directivei 95/46/CE (denumit in continuare ,,RGPD”),

avand in vedere Acordul privind Spatiul Economic European (SEE), in special anexa Xl si Protocolul 37
la acesta, astfel cum au fost modificate prin Decizia nr. 154/2018 a Comitetului mixt al SEE din
6 iulie 20183,

avand in vedere articolele 12 si 22 din Regulamentul sdu de procedura,

ADOPTA URMATORUL AVIZ:

1. INTRODUCERE

Capitolul V din RGPD stabileste conditiile pentru transferul datelor cu caracter personal catre o tara
terta sau catre o organizatie internationala. Transferurile de date cu caracter personal pot avea loc pe
baza unei decizii privind caracterul adecvat al nivelului de protectie a Comisiei Europene (articolul 45
din RGPD) sau, Tn absenta unei astfel de decizii, in cazul in care operatorul sau persoana imputernicita
de operator ofera garantii adecvate, inclusiv drepturi opozabile si cdi de atac legale pentru persoana
vizata (articolul 46 din RGPD). n lipsa unei decizii privind caracterul adecvat al nivelului de protectie
sau a unor garantii adecvate, un transfer sau o serie de transferuri catre o tara terta sau o organizatie
internationald au loc numai in anumite conditii (articolul 49 din RGPD).

CEPD reaminteste ca deciziile privind caracterul adecvat al nivelului de protectie asigura protectia
continua a datelor cu caracter personal transferate din SEE catre tari terte si constituie un instrument
solid de transfer pentru a garanta protejarea drepturilor persoanei vizate atunci cand datele sunt
transferate in afara SEE.

n special, CEPD salut3 initiativa Comisiei de a lucra la prima decizie privind caracterul adecvat al
nivelului de protectie pentru o organizatie internationala si subliniaza importanta acestei decizii pentru
a demonstra ca se poate recunoaste ca cadrul juridic al organizatiilor internationale asigura un nivel
adecvat de protectie in sensul articolului 45 din RGPD.

CEPD profitd de aceastd ocazie pentru a incuraja Comisia sa continue dialogul cu organizatiile
internationale in vederea dezvoltarii, a extinderii si a multiplicarii acestui tip de decizii privind
caracterul adecvat al nivelului de protectie, pe langa cele referitoare la tarile terte.

3 Trimiterile la ,,statele membre” din prezentul aviz trebuie intelese ca trimiteri la ,statele membre ale SEE”.
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10.

1.1 Structura si cadrul legal privind protectia datelor al Organizatiei Europene de
Brevete

Organizatia Europeand de Brevete, cu sediul la Miinchen, este o organizatie interguvernamentala
infiintata prin Conventia brevetului european (CBE)*. Are 39 de state contractante si detine
personalitate juridica. Este alcatuita din doua organe principale: Oficiul European de Brevete (Oficiul),
care functioneaza ca ramura executiva, si Consiliul de administratie, care exercita atributii legislative
in numele Organizatiei Europene de Brevete si este responsabil pentru chestiunile de politica
(articolul 33 din CBE).

Principala competenta a Organizatiei Europene de Brevete este acordarea de brevete europene,
sarcina indeplinita de Oficiu sub supravegherea Consiliului de administratie.

Presedintele reprezinta Organizatia Europeana de Brevete si este seful Oficiului, care include diverse
departamente. Presedintele este responsabil de gestionarea operatiunilor Oficiului si de chestiunile
disciplinare si raspunde in fata Consiliului de administratie. Consiliul de administratie este format din
reprezentanti ai statelor contractante, supravegheaza chestiunile de politica si activitatile Oficiului.

La 30 iunie 2021, Organizatia Europeana de Brevete a adoptat Normele privind protectia datelor, care
implementeaza articolele 1B si 32A din Statutul personalului® si se aplica prelucrarii datelor cu caracter
personal de catre Oficiu®.

Normele privind protectia datelor sunt completate de instrumente emise de presedinte, in special
circulare, instructiuni administrative interne si decizii [cum ar fi Decizia privind tarile si entitatile care
asigura o protectie adecvata a datelor (17 noiembrie 2022) si Circulara nr. 420 de punere in aplicare a
articolului 25 din Normele privind protectia datelor privind restrictionarea drepturilor persoanelor
vizate]. Toate aceste instrumente sunt obligatorii din punct de vedere juridic’.

Normele privind protectia datelor sunt completate in continuare de documente operationale emise de
responsabilul cu protectia datelor, care specifica cerinte si proceduri mai detaliate pentru prelucrarea
datelor cu caracter personal [articolul 1 alineatul (2) litera (c) din Normele privind protectia datelor].
Aceste documente operationale fac parte din cadrul legal privind protectia datelor al Organizatiei
Europene de Brevete si, ca atare, sunt obligatorii din punct de vedere juridic si sunt puse la dispozitia
persoanelor vizate pe site-ul Organizatiei Europene de Brevete.

4 Considerentul 7 din proiectul de decizie.

5 Statutul personalului reglementeaza aspecte legate de personalul Organizatiei Europene de Brevete, inclusiv
drepturile si obligatiile personalului. Veziin acest sens articolul 33 din CBE. CBE este disponibila la urmatorul link:
https://link.epo.org/web/EPC 17th edition 2020 en.pdf.

6 Prelucrarea datelor cu caracter personal efectuatd de Consiliul de administratie al Organizatiei Europene de
Brevete este reglementata de Normele privind protectia datelor ale Consiliului de administratie, in timp ce
prelucrarea datelor cu caracter personal efectuatd de Comitetul restrans este reglementata de Normele privind
protectia datelor ale Comitetului restrans. Normele privind protectia datelor ale Consiliului de administratie si,
respectiv, Normele privind protectia datelor ale Comitetului restrans stabilesc aplicarea Normelor privind
protectia datelor la prelucrarea datelor cu caracter personal efectuatda de Consiliul de administratie si de
Comitetul restrans, cu modificarile necesare. Articolul 145 din CBE clarifica rolul Comitetului restrans.

7 Articolul 10 din CBE, articolul 1 alineatul (2) litera (a) din Normele privind protectia datelor si articolul 3 litera
(y) din Normele privind protectia datelor.
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11.

12.

13.

14.

1.2 Specificul organizatiilor internationale

in conformitate cu articolul 4 punctul 26 din RGPD, o organizatie internationald fnseamni ,o
organizatie si organismele sale subordonate reglementate de dreptul international public sau orice alt
organism care este instituit printr-un acord incheiat intre doua sau mai multe tari sau in temeiul unui
astfel de acord”. Tn temeiul dreptului international, statutul organizatiilor internationale este similar
cu cel al statelor suverane; cu toate acestea, in conformitate cu principiul imunitatii functionale,
organizatiile internationale beneficiaza de privilegii si imunitati numai in masura in care este necesar
pentru exercitarea functiilor pentru care au fost create®. ,Privilegiile” includ, in general, scutiri de la
aplicarea dreptului material al unui stat (de exemplu, scutiri fiscale si vamale), iar ,,imunitatile” sunt
scutiri de la proceduri judiciare, masuri de executare si de aplicare a legii.

Sursele privilegiilor si imunitatilor organizatiilor internationale pot fi: tratate multilaterale, acorduri
internationale de infiintare a organizatiei internationale, acorduri privind sediul central cu statul gazda,
precum si legislatia si dreptul intern. Privilegiile si imunitatile sunt de obicei recunoscute de statele
membre ale organizatiilor, cu exceptia cazului in care tari terte au recunoscut explicit sau implicit
organizatia internationala in dreptul intern. Cu toate acestea, imunitatea fata de jurisdictia nationala
nu este absoluta si impune ca persoanele fizice sa dispuna de mijloace alternative rezonabile pentru
a-si proteja in mod eficient drepturile®.

1.3 Privilegiile si imunitatile Organizatiei Europene de Brevete

Privilegiile si imunitatile de care beneficiaza Organizatia Europeana de Brevete sunt reglementate de
Protocolul privind privilegiile si imunitdtile Organizatiei Europene de Brevete (PPI) si se refera, printre
altele, la sediul Organizatiei Europene de Brevete (articolul 1); inviolabilitatea arhivelor (articolul 2 din
PPI); jurisdictia si executarea [articolul 3 alineatul (1) litera (a) din PPI], proprietatea si activele
Organizatiei Europene de Brevete: cu exceptia cazurilor in care acest lucru este temporar necesar in
legatura cu prevenirea si investigarea accidentelor care implica autovehicule apartinand organizatiei
sau operate Tn numele acesteia. [articolul 3 alineatul (3) din PPI]; scutirea fiscala (articolul 4 din PPI).

Imunitatile Organizatiei Europene de Brevete sunt completate de o obligatie de cooperare intre
Organizatia Europeana de Brevete si autoritatile publice ale statelor contractante, astfel cum se
prevede la articolul 20 din PPI. Tn plus, in conformitate cu articolul 19 alineatul (2), presedintele
Oficiului European de Brevete are obligatia de a renunta la imunitate in cazul in care considera ca
aceasta Tmpiedica desfasurarea normala a justitiei si ca este posibil sa se renunte la aceasta imunitate
fara a prejudicia interesele organizatiei.

8 Christopher Kuner: ,International Organizations and the EU General Data Protection Regulation” (Organizatiile
internationale si Regulamentul general al UE privind protectia datelor), Facultatea de Drept a Universitatii din
Cambridge, Seria de studii de cercetari juridice, Studiul 20/2018.

9 Waite si Kennedy Tmpotriva Germaniei, CEDO, cererea nr.26083/94, hotdrdrea din 18 februarie 1999,
punctele 67-73.
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15.

16.

17.

18.

19.

1.4 Guvernanta protectiei datelor in cadrul Organizatiei Europene de Brevete

in conformitate cu articolul 3 litera (g) din Normele privind protectia datelor, Oficiul European de
Brevete are rolul de operator'®. Cadrul legal privind protectia datelor al Organizatiei Europene de
Brevete prevede posibilitatea ca operatorul sa identifice unitatile operationale ca , operatori delegati”
[articolul 28 alineatul (3) din Normele privind protectia datelor]. in conformitate cu articolul 3 litera (h)
din Normele privind protectia datelor, ,operator delegat inseamnd unitatea operationald,
reprezentata de conducatorul sau, care se asigura ca toate operatiunile de prelucrare a datelor cu
caracter personal efectuate in cadrul unitatii operationale respecta prezentele norme. Persoana care
reprezintd unitatea este director de nivel superior, de obicei cel putin un director principal.”

CEPD observa ca aceasta structurda de guvernanta interna este comuna in contextul organizatiilor
internationale!!, avand in vedere amploarea si natura activitétii lor. in mod similar, companiile
beneficiaza de o structura interna care sprijina respectarea normelor privind protectia datelor®2.

CEPD observa insa ca responsabilitatea finala in cazul incalcarii normelor privind protectia datelor ar
trebui sa revina operatorului (adica Oficiului European de Brevete)*3. Avand in vedere cele de mai sus,
CEPD invita Comisia sa clarifice in continuare acest aspect.

2. ASPECTE GENERALE PRIVIND PROTECTIA DATELOR

2.1 Principii privind continutul

Capitolul 3 din Criteriile de referinta privind caracterul adecvat al nivelului de protectie este dedicat
,Principiilor privind continutul” si se refera la conceptele si principiile de baza ale protectiei datelor.
Sistemul unei tari terte sau al unei organizatii internationale trebuie sa contina astfel de concepte si
principii de baza pentru a asigura un nivel de protectie a datelor cu caracter personal in esenta
echivalent cu cel garantat de legislatia UE. Acestea nu trebuie sa redea intocmai terminologia RGPD,
insa ar trebui sa reflecte conceptele consacrate in legislatia UE privind protectia datelor si sa fie in
concordanta cu acestea. Criteriile de referinta privind caracterul adecvat al nivelului de protectie fac
referire la urmatoarele concepte importante: , date cu caracter personal”, ,prelucrare”, ,,operatori de
date”, ,persoana imputernicita de operator ”, ,, destinatar” si ,date sensibile”.

CEPD saluta recunoasterea drepturilor la viata privata si la protectia datelor ca drepturi fundamentale
in conformitate cu Normele privind protectia datelor.

10 Articolul 28 din Normele privind protectia datelor detaliazd mai bine competenta de operator in cadrul
Organizatiei Europene de Brevete.

11 De exemplu, Regulamentul Eurocontrol privind protectia datelor face referire la ,operatori interni”
https://www.eurocontrol.int/sites/default/files/2024-05/eurocontrol-regulation-personal-data-protection-
2024.pdf; BEI utilizeaza termenul ,,operator” atat pentru operatorii delegati, cat si pentru BEI, dar textul face
adesea referire la ,,operatorii relevanti”, precizand clar ca acestia se refera la o entitate specifica din cadrul BEI,
documentul fiind disponibil la adresa
https://www.eib.org/attachments/lucalli/20220237 data protection rules implementing eu regulation en.p
df

12 Orientarile 07/2020 privind conceptele de operator si persoana imputernicitda de operator in cadrul RGPD,
versiunea 2.1, adoptate la 7 iulie 2021.

13 Ibid., punctele 17 si 18.
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20.

21.

22,

23.

24,

25.

26.

27.

2.1.1 Concepte

CEPD recunoaste ca terminologia utilizata Tn cadrul legal privind protectia datelor al Organizatiei
Europene de Brevete este in concordanta cu cea utilizata in cadrul legal privind protectia datelor al UE.
Aceasta aliniere este un factor pozitiv care, desi nu constituie o conditie prealabild pentru echivalenta,
merita erecunoastere.

n ceea ce priveste conceptele de , operator delegat” si de ,unitate operational3” si consecintele lor
practice, CEPD face referire la sectiunea 1.4 de mai sus.

2.1.2  Principiile in materie de protectie a datelor

Principiile Tn materie de protectie a datelor prevazute la articolul 4 alineatul (2) si la articolul 6 din
Normele privind protectia datelor sunt similare cu cele prevazute la articolul 5 si, respectiv, articolul 6
alineatul (4) din RGPD. in mod similar, temeiurile juridice pentru prelucrare previzute la articolele 5,
7,11 si 12 din Normele privind protectia datelor reflecta temeiurile juridice prevazute la articolul 6 din
RGPD si conditiile prevazute la articolele 9 si 10 din RGPD.

n conformitate cu articolul 11 alineatul (2) din Normele privind protectia datelor, categoriile speciale
de date cu caracter personal pot fi prelucrate Tn conditii similare cu cele prevazute la articolul 9 din
RGPD, cu exceptia anumitor cazuri care decurg din natura Organizatiei Europene de Brevete. In temeiul
articolului 11 alineatul (2) litera (f) din Normele privind protectia datelor, de exemplu, aceste date pot
fi prelucrate atunci cand este necesar pentru un scop specific legat de indeplinirea unei sarcini
efectuate in exercitarea activitatilor oficiale ale organizatiei sau in exercitarea legitima a autoritatii
publice cu care este investit operatorul.

n astfel de cazuri, insd, articolul 11 alineatul (2) litera (f) din Normele privind protectia datelor prevede
masuri specifice pentru a se asigura ca nivelul de protectie al categoriilor speciale de date cu caracter
personal nu este afectat.

CEPD saluta faptul ca, Tn ceea ce priveste principiul limitarilor legate de scop, compatibilitatea
scopurilor ulterioare este inteleasa ih mod similar atat la articolul 4 alineatul (2) litera (b) si articolul 6
din Normele privind protectia datelor, cat si la articolul 5 alineatul (1) litera (b) si articolul 6
alineatul (4) din RGPD.

in plus, CEPD salutd includerea principiului responsabilitatii la articolul 4 alineatul (1) din Normele
privind protectia datelor, precum si a masurilor necesare pentru a demonstra conformitatea, cum ar fi
pastrarea fnregistrarilor (articolul 32), obligatiile de notificare a Tincalcarii securitatii datelor
(articolul 34), evaluarea impactului asupra protectiei datelor (articolul 38 din Normele privind
protectia datelor), precum si includerea protejarii vietii private incepand cu momentul conceperii si in
mod implicit [articolul 27 alineatele (1) si (2) din Normele privind protectia datelor], care asigura, de
asemenea, respectarea principiilor reducerii la minimum a datelor si al necesitatii. CEPD constata cu
satisfactie ca aceste principii si obligatii sunt similare cu cele prevazute in RGPD.

n plus, CEPD apreciaza cd articolul 4 alineatul (1) din Normele privind protectia datelor prevede c&
operatorul trebuie sa puna in aplicare in mod activ si continuu masuri pentru a asigura protectia
datelor cu caracter personal in cadrul activitatilor sale de prelucrare, responsabilizandu-| astfel pentru
respectarea legislatiei Tn materie de protectie a datelor si impunandu-i sd demonstreze aceasta
conformitate persoanelor vizate in orice moment.

14 Vezi considerentele 26-29 din proiectul de decizie.
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2.2 Drepturiindividuale

CEPD apreciaza ca Normele privind protectia datelor ofera persoanelor fizice aceleasi drepturi ca cele
prevazute in RGPD (articolele 12-22), si anume dreptul de acces (articolul 18 din Normele privind
protectia datelor), dreptul la rectificare (articolul 19 din Normele privind protectia datelor), dreptul la
stergere (articolul 20 din Normele privind protectia datelor), dreptul la restrictionarea prelucrarii
(articolul 21 din Normele privind protectia datelor), dreptul la portabilitatea datelor (articolul 22 din
Normele privind protectia datelor), dreptul la opozitie (articolul 23 din Normele privind protectia
datelor) si dreptul de a nu face obiectul unei decizii bazate exclusiv pe prelucrarea automata
(articolul 24 din Normele privind protectia datelor). in acelasi mod, dreptul de a fi informat cu privire
la restrictionarea drepturilor persoanei vizate [articolul 23 alineatul (2) litera (h) din RGPD] este
recunoscut de articolul 7 din Circulara nr. 420 emisa de presedintele Organizatiei Europene de Brevete.

in mod similar articolului 23 din RGPD, articolul 25 din Normele privind protectia datelor prevede c&
anumite dispozitii legale din cadrul juridic al Organizatiei Europene de Brevete pot restrictiona
aplicarea drepturilor prevazute la articolele 18-25 din Normele privind protectia datelor si prevede
continutul minim pe care trebuie sa-l includa masurile care prevad restrictiile. Acest continut minim il
reflectd pe cel impus de RGPD. n plus, orice evaluare a necesitétii restrictiondrii trebuie documentats
corespunzator.

Pana in prezent, Organizatia Europeana de Brevete a implementat aceasta dispozitie prin Circulara
nr. 420, care clarifica ce drepturi pot fi restrictionate si pentru ce obiective. De asemenea, se precizeaza
ca restrictia va fi temporara si ca i revine operatorului sarcina de a stabili daca, in functie de
circumstantele relevante, se aplicd restrictia. in acest sens, operatorul va efectua, de la caz la caz, o
evaluare a necesitatii si a proportionalitatii pentru fiecare caz in parte, care trebuie documentata si
comunicatd responsabilului cu protectia datelor al Organizatiei Europene de Brevete. RPD-ul are
competenta de a solicita revizuirea unei restrictii, iar operatorul trebuie sa informeze in scris cu privire
la rezultatul revizuirii.

CEPD constata cu satisfactie ca, in conformitate cu articolul 25 alineatele (2) si (4) din Normele privind
protectia datelor si cu articolul 7 din Circulara nr. 420, persoanele vizate trebuie informate cu privire
la restrictii, cu exceptia cazului Tn care acest lucru ar anula efectul restrictiei (in conformitate cu
articolul 23 din RGPD si cu articolul 25 din RPDUE), precum si cu privire la dreptul lor de a consulta
RPD-ul in vederea contestarii restrictiilor si a drepturilor lor in temeiul articolelor 49 si 50 din Normele
privind protectia datelor [articolul 25 alineatul (3) litera (b) din Normele privind protectia datelor]. in
acest context, CEPD apreciaza ca informatiile privind restrictiile drepturilor persoanelor vizate sunt
disponibile pe site-ul Organizatiei Europene de Brevete, in conformitate cu articolul 7 din Circulara
nr. 420.

n plus, CEPD observa ci exista o serie de limitari ale drepturilor persoanelor vizate din cauza sarcinilor
Organizatiei Europene de Brevete. De exemplu, Organizatia Europeana de Brevete are obligatia de a
mentine Registrul european de brevete, in care sunt publicate anumite date cu caracter personal
definite legal. De asemenea, drepturile la rectificare si stergere sunt limitate: Organizatia Europeana
de Brevete nu poate asigura rectificarea informatiilor - inclusiv a datelor cu caracter personal -
continute in documentele utilizate in procedura de acordare a brevetelor (cum este cazul
documentelor apartindnd procedurilor oficiale si judiciare, cum ar fi cererea de brevetare sau
declaratia de raspuns), iar Organizatia Europeana de Brevete trebuie sa respecte perioade de pastrare
si cerinte de publicare specifice pentru anumite documente utilizate Tn procedura de acordare a
brevetelor [articolul 129 litera (a) din Conventia privind brevetul european].
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34.

35.
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38.

CEPD observa ca restrictiile drepturilor persoanelor vizate prevazute de Organizatia Europeana de
Brevete se limiteaza la ceea ce este strict necesar si proportional pentru a asigura functionarea corecta
a procedurii de acordare a brevetelor, respectand astfel esenta drepturilor si libertatilor fundamentale
ale persoanelor vizate, precum si cerintele de necesitate si proportionalitate prevdzute in Carta
drepturilor fundamentale a Uniunii Europene (carta) si in Conventia pentru apdrarea drepturilor
omului si a libertatilor fundamentale.

2.3 Restrictii privind transferurile ulterioare

Criteriile de referinta privind caracterul adecvat al nivelului de protectie in temeiul RGPD precizeaza ca
nivelul de protectie a persoanelor fizice ale caror date cu caracter personal sunt transferate in temeiul
unei decizii privind caracterul adecvat al nivelului de protectie nu trebuie afectat de transferul ulterior
si, prin urmare, orice transfer ulterior ,ar trebui permis doar atunci cand destinatarul ulterior (adica
destinatarul transferului ulterior) este supus tot unor norme (inclusiv normelor contractuale) care
acorda un nivel adecvat de protectie si respecta instructiunile relevante atunci cand prelucreaza date
in numele operatorului de date”?>. Desi Normele privind protectia datelor fac distinctie intre asa-
numitele ,transmiteri de date cu caracter personal” si ,transferuri de date cu caracter personal” si
prevad norme diferite pentru aceste doua categorii de transferuri'é, CEPD subliniaza ca cerinta de a nu
afecta nivelul de protectie se aplica tuturor transferurilor ulterioare de date cu caracter personal
transferate din UE, indiferent de terminologia utilizata.

CEPD observa ca norme similare cu cele din capitolul V din RGPD se aplica ,transferurilor de date cu
caracter personal” [astfel cum sunt definite la articolul 3 litera (t) din Normele privind protectia
datelor] pentru a se asigura ca nivelul de protectie garantat de Normele privind protectia datelor nu
este afectat (articolele 9 si 10 din Normele privind protectia datelor).

CEPD saluta aceasta aliniere stransa cu capitolul V din RGPD si observa cu satisfactie ca ghidul referitor
la transfer al responsabilului cu protectia datelor face trimitere la orientarile CEPD si la evolutiile din
cadrul Uniunii’.

Avand in vedere cele de mai sus, CEPD si-a concentrat evaluarea asupra normelor aplicabile celeilalte
categorii de transferuri in temeiul Normelor privind protectia datelor, si anume ,transmiterile de date
cu caracter personal”.

2.3.1 Transmiterile de date cu caracter personal

in conformitate cu articolul 3 litera (s) din Normele privind protectia datelor, ,transmiterea datelor cu
caracter personal” se refera la ,,dezvaluirea, diseminarea sau punerea la dispozitie Tn alt mod, inclusiv
prin acordarea accesului, a datelor cu caracter personal catre o parte din cadrul Organizatiei Europene
de Brevete sau catre un oficiu national pentru proprietate industriald sau alta autoritate publica dintr-
un stat contractant la Conventia brevetului european, in conditiile prevazute la articolul 8”.

15 Grupul de lucru ,, Articolul 29”, WP 254 rev. 01, adoptat la 28 noiembrie 2017 si revizuit si adoptat ultima data
la 6 februarie 2018, aprobat de CEPD, capitolul 3, A.9.

16 Vezi considerentele 62-72 din proiectul de decizie.

17 EPO transmission and transfer of personal data (Transmiterea si transferul datelor cu caracter personal de
catre Organizatia Europeana de Brevete), nota explicativa, versiunea din ianuarie 2024, partea 3.2 (p. 9).
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39.

40.

41.

Articolul 8 alineatul (1) din Normele privind protectia datelor prevede cad transmiterea datelor cu
caracter personal catre o autoritate publica a unui stat contractant al Organizatiei Europene de Brevete
poate avea loc daca datele sunt necesare pentru indeplinirea sarcinilor respectivei autoritati publice si
daca transmiterea este compatibila cu sarcinile si functionarea Organizatiei Europene de Brevete?®,
Articolul 8 alineatul (2) din Normele privind protectia datelor permite transmiterea datelor cu caracter
personal catre un oficiu national de proprietate industriald dintr-un stat contractant al Organizatiei
Europene de Brevete, daca datele sunt necesare pentru indeplinirea sarcinilor care tin de competenta
destinatarului si daca exercitarea autoritatii sale oficiale si prelucrarea sunt necesare pentru
indeplinirea sarcinilor in exercitarea activitatilor oficiale ale Organizatiei Europene de Brevete sau in
exercitarea legitima a autoritatii oficiale conferite operatorului, care include prelucrarea necesara
pentru gestionarea si functionarea Organizatiei Europene de Brevete. Astfel de transmiteri au loc n
contextul procedurii de acordare a brevetelor prevazute de CBE si de Tratatul de cooperare in
domeniul brevetelor?®,

Destinatarii vor furniza dovezi ca este necesar ca datele sa fie transmise intr-un scop specific care
decurge din obligatiile Organizatiei Europene de Brevete de cooperare cu statul contractant, iar
operatorul — in cazul in care interesele legitime ale persoanei vizate ar putea fi afectate — va stabili
daca transmiterea datelor in acel scop specific este proportionala, dupa ce a evaluat in mod
demonstrabil interesele concurente [articolul 8 alineatele (3) si (4) din Normele privind protectia
datelor].

Pentru a oferi garantii adecvate ca instrumente pentru transmiteri, ar trebui introduse dispozitii
specifice privind protectia datelor in instrumentele executorii, cum ar fi memorandumurile de
intelegere sau acordurile administrative?’. Responsabilul cu protectia datelor al Organizatiei Europene
de Brevete a intocmit clauze standard de protectie a datelor pentru memorandumurile de intelegere,
care prevad, printre altele, principii de protectie a datelor, inclusiv, de exemplu, limitari legate de scop,
drepturile persoanelor vizate, precum si supravegherea independenta si mecanisme adecvate de
aplicare?'. CEPD recunoaste existenta unor astfel de garantii, dar observa ca cerinta de a nu afecta
nivelul de protectie nu este mentionata in mod specific in legdtura cu transmiterile, nici in articolul 8
din Normele privind protectia datelor, nici in nota explicativa a Organizatiei Europene de Brevete
privind transmiterea si transferul datelor cu caracter personal, nici in proiectul de decizie privind
caracterul adecvat al nivelului de protectie. CEPD observa cd, in schimb, aceastd cerinta este
mentionata in mod expres in contextul transferurilor?? si solicita Comisiei sa clarifice acest aspect.

18 VVezi considerentul 63 din proiectul de decizie; acest lucru ar putea avea ca scop cooperarea prin procese de
consultare; detasarea si mobilizarea de experti; furnizarea de informatii privind personalul Organizatiei Europene
de Brevete in scopul stabilirii prestatiilor sociale, a obligatiilor fiscale etc.

19Vezi considerentul 62, nota de subsol 165 din proiectul de decizie si JO Organizatia Europeand de Brevete 2021,
A98 — Decizia presedintelui Oficiului European de Brevete din 13 decembrie 2021 privind prelucrarea datelor cu
caracter personal in cadrul procedurilor de acordare a brevetelor si al procedurilor conexe.

20 EPO transmission and transfer of personal data (Transmiterea si transferul datelor cu caracter personal de
catre Organizatia Europeana de Brevete), nota explicativa, versiunea din ianuarie 2024, p. 6.

21 prezentare generald a cerintelor clauzei standard de protectie a datelor a Organizatiei Europene de Brevete
pentru memorandumurile de intelegere, versiunea din iunie 2024.

22 \/ezi considerentul 67 din proiectul de decizie.
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42.

43.

44,

45.

46.

n plus, CEPD a inteles din explicatiile suplimentare oferite de Comisie c& cerinta privind garantiile
adecvate ca instrumente pentru transmiteri nu se aplica in cazul in care destinatarul este un oficiu
national de proprietate industriald. Tn consecintd, CEPD nu are o imagine clard asupra garantiilor in
materie de protectie a datelor care se aplica atunci cand datele cu caracter personal sunt transmise in
contextul procedurii de acordare a brevetelor. Prin urmare, CEPD invita Comisia sa clarifice si acest
aspect.

2.4  Mecanisme procedurale si de punere in aplicare

Conform Criteriilor de referinta privind caracterul adecvat al nivelului de protectie?® si jurisprudentei
relevante a CJUE?*, un sistem de protectie a datelor in esenta echivalent cu modelul Uniunii Europene
trebuie sa prevada: (i) o autoritate independenta, care ar trebui sa supravegheze si sa aplice legile
privind protectia datelor, cu competenta de a investiga si de a lua masuri fara influente externe.
Sistemele de protectie a datelor trebuie sa asigure (ii) ca operatorii si persoanele imputernicite de
operatori sunt responsabili si isi cunosc responsabilitatile, iar persoanele vizate sunt informate cu
privire la drepturile lor. Ar trebui sa existe sanctiuni si procese de verificare eficiente pentru a asigura
respectarea normelor; (iii) operatorii si persoanele Tmputernicite de operatori demonstreaza
conformitatea, prin masuri precum evaluari ale impactului asupra protectiei datelor, evidente ale
activitatilor de prelucrare si numirea unor responsabili cu protectia datelor. Tn plus, (iv) sistemul de
protectie a datelor trebuie sa ofere sprijin si ajutor persoanelor vizate in exercitarea drepturilor lor si
mecanisme de recurs adecvate.

n ceea ce priveste principiul responsabilitatii care acoperd punctele (ii) si (iii) din paragraful anterior,
CEPD face referire la sectiunea 2.1.2 de mai sus.

n sectiunile urmatoare, CEPD si-a concentrat evaluarea asupra existentei unei autorititi independente
si a unor mecanisme adecvate de recurs.

2.1
2.2
2.3
2.4

2.4.1 Responsabilul cu protectia datelor si Comitetul pentru protectia datelor

Sistemul prezentat de Organizatia Europeand de Brevete stabileste douad organisme distincte
responsabile cu supravegherea respectarii normelor privind protectia datelor: responsabilul cu
protectia datelor si Comitetul pentru protectia datelor (articolul 32A din Regulamentul de functionare).

23 Grupul de lucru ,Articolul 29”, WP 254 rev. 01, adoptat la 28 noiembrie 2017 si revizuit si adoptat ultima data
la 6 februarie 2018, aprobat de CEPD, capitolul 3, C.

24CJUE, 6 octombrie 2015, Hotdrdrea in cauza C-362/14, Maximillian Schrems/Data Protection Commissioner
(,Schrems”).
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54,

55.

Responsabilul cu protectia datelor al Organizatiei Europene de Brevete, pe langa indeplinirea rolului
traditional de RPD in temeiul RGPD, detine si competente de investigare in conformitate cu articolul 43
din Normele privind protectia datelor.

Rolul Comitetului pentru protectia datelor este de a asigura supravegherea independenta, eficienta si
impartiala a normelor privind protectia datelor. Persoanele vizate au dreptul de a depune plangere la
Comitetul pentru protectia datelor daca nu sunt de acord cu o decizie sau cu respingerea implicita a
unei cereri de reexaminare de catre un operator delegat (articolul 50 din Normele privind protectia
datelor).

Desi aceasta structura duala, justificata de natura Organizatiei Europene de Brevete, nu este in mod
inerent ingrijoratoare sau problematica, este esential ca ambele organisme sa functioneze in deplina
independenta pentru a asigura o supraveghere si o aplicare eficace si sa dispuna de toate
competentele necesare pentru a-si indeplini sarcinile.

n acest sens, CEPD si-a concentrat evaluarea asupra independentei efective a acestor organisme de
supraveghere si asupra competentelor lor. In ceea ce priveste independenta, CEPD salutd nu numai
formularea care sustine acest principiu in articolele relevante, ci si garantiile suplimentare existente.

in acest cadru, CEPD a examinat normele care reglementeazi numirea, revocarea si demiterea
responsabilului cu protectia datelor si a Comitetului pentru protectia datelor, in special cerinta ca
presedintele sa consulte Comitetul pentru protectia datelor Thainte de orice propunere de revocare
sau demitere a RPD-ului.

CEPD considera ca aceasta consultare prealabila reprezinta o potentiala garantie a independentei RPD-
ului, nsa natura si implicatiile unei astfel de consultari raman neclare. Prin urmare, CEPD invita Comisia
sa clarifice mai bine acest aspect si sa ia Tn considerare monitorizarea, in cadrul revizuirilor viitoare, a
faptului ca, in practicd, RPD-ul nu este demis sau sanctionat de operator pentru indeplinirea atributiilor
sale.

CEPD observa c3, in conformitate cu articolul 47 din Normele privind protectia datelor, CPD are functie
de supraveghere si consultativa, intrucat ofera consultantd operatorului si operatorilor delegati in
legatura cu aplicarea articolelor 38 si 39 din Normele privind protectia datelor, ofera consultanta cu
privire la demiterea RPD-ului in temeiul articolului 48 alineatul (2) din Normele privind protectia
datelor si emite un aviz cu privire la utilizarea mecanismului de recurs in temeiul articolului 50.

in ceea ce priveste numirea membrilor CPD, CEPD observd c3, in conformitate cu articolul 48
alineatul (1) din Normele privind protectia datelor, Comitetul pentru protectia datelor este compus din
trei experti externi in domeniul protectiei datelor numiti de presedintele Oficiului, si anume un
presedinte si alti doi membri, dintre care unul indeplineste functia de vicepresedinte. in conformitate
cu articolul 48 alineatul (2) din Normele privind protectia datelor, presedintele, ceilalti doi membri si
membrii supleanti ai Comitetului pentru protectia datelor trebuie sa detina calificarile necesare pentru
numirea in functii judiciare sau sa fie profesionisti in domeniul protectiei datelor, avand experienta si
cunostinte de specialitate dovedite Tn acest domeniu.

CEPD apreciaza ca normele de selectie a membrilor organismului de supraveghere impun cunostinte
de specialitate in domeniul protectiei datelor si incurajeaza Comisia sa monitorizeze daca membrii
Comitetului pentru protectia datelor selectati pe baza calificarilor lor au nivelul necesar de cunostinte
de specialitate in domeniul protectiei datelor, avand in vedere importanta sa pentru functia de
supraveghere.
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2.4.2 Competente de investigare si corective

n acest context, CJUE a clarificat cd competentele autoritatilor de supraveghere constituie mijloace
necesare pentru indeplinirea atributiilor lor si cd acestea ar trebui sa dispuna, in special, de
competente de investigare, cum ar fi competenta de a aduna toate informatiile necesare pentru
indeplinirea atributiilor lor de supraveghere, de competente efective de interventie, cum ar fi cea de
a impune o interdictie temporara sau definitiva privind prelucrarea datelor, si de competenta de a
initia proceduri judiciare®.

in conformitate cu articolul 43 alineatul (1) litera (d), RPD-ul poate efectua audituri de protectie a
datelor si investigatii (efectuate sub forma de inspectii privind protectia datelor sau anchete ad hoc)®.
Conform notei privind ,,Supravegherea protectiei datelor”?’, care detaliaza articolul 43 din Normele
privind protectia datelor, RPD-ul, in consultare cu CPD, pregateste un plan anual de audit privind
protectia datelor (planul) si il prezinta presedintelui Organizatiei Europene de Brevete spre aprobare.
Planul aprobat este prezentat Comitetului pentru protectia datelor spre informare. CPD poate oricand
sa formuleze sugestii cu privire la domeniile in care Oficiul ar trebui sa efectueze un audit privind
protectia datelor.

in conformitate cu articolul 43 alineatul (1) litera (i) din Normele privind protectia datelor, RPD-ul
trebuie sa raspunda la solicitarile Comitetului pentru protectia datelor si sa coopereze si sa se consulte
cu CPD la cererea acestuia sau din proprie initiativa. in conformitate cu articolul 43 alineatul (1) litera
(j) din Normele privind protectia datelor, RPD-ul trebuie sa faciliteze cooperarea intre Comitetul pentru
protectia datelor si Oficiu in ceea ce priveste, printre altele, investigatiile privind protectia datelor,
tratarea plangerilor, evaluarile impactului asupra protectiei datelor si consultarile prealabile. RPD-ul
trebuie, de asemenea, sa transmita Comitetului pentru protectia datelor informatii despre noile masuri
administrative si normele interne referitoare la prelucrarea datelor cu caracter personal.

RPD-ul completeazd un raport privind investigatiile si auditurile efectuate si, dacd identifica
nerespectarea normelor de protectie a datelor, raportul va include constatarile, concluziile si
recomandarile sale (inclusiv masurile de remediere).

n special, in conformitate cu nota privind ,Supravegherea protectiei datelor”, recomandarile pot
include ,masuri preventive, de atenuare sau corective” pentru operatorul de date in caz de nereguli
sau de nerespectare a normelor. RPD-ul poate recomanda aducerea operatiunilor de prelucrare in
conformitate cu Normele privind protectia datelor; respectarea cererilor persoanelor vizate de a-si
exercita drepturile Tn temeiul Normelor privind protectia datelor; comunicarea uneiincalcari a datelor
cu caracter personal catre persoana (persoanele) vizata (vizate); suspendarea unei anumite operatiuni
de prelucrare a datelor; sau suspendarea fluxului de date catre anumiti destinatari?®.

25 CJUE, 6 octombrie 2015, Hotdrarea in cauza C-362/14, Maximillian Schrems/Data Protection Commissioner
(,Schrems”), punctul 43.

26 Competentele de investigare ale RPD-ului sunt detaliate in documentul ,,Data Protection Oversight — How the
Data Protection Office conducts DP Audits and DP Inspections” (Supravegherea protectiei datelor — Desfasurarea
auditurilor si a controalelor cu privire la protectia datelor de catre serviciul responsabil cu protectia datelor),
disponibil pe site-ul Organizatiei Europene de Brevete la urmatorul link https://link.epo.org/web/office/data-
protection-and-privacy/en-outline-of-the-data-protection-oversight-mechanism.pdf.

27 ,Data Protection Oversight — How the Data Protection Office conducts DP Audits and DP Inspections”
(Supravegherea protectia datelor — Desfasurarea auditurilor si a controalelor cu privire la protectia datelor de
catre serviciul responsabil cu protectia datelor”), disponibil pe site-ul Organizatiei Europene de Brevete la
urmatorul link https://link.epo.org/web/office/data-protection-and-privacy/en-outline-of-the-data-protection-
oversight-mechanism.pdf.

28 Ibid.
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n conformitate cu nota privind ,Supravegherea protectiei datelor” si cu Decizia presedintelui Oficiului
din 12.7.2024%%, concluziile si recomandarile pot deveni obligatorii (sub rezerva validarii de catre
Comitet) si trebuie puse n aplicare de catre operator. Conform notei privind ,Supravegherea protectiei
datelor”, care detaliaza regulile prevazute la articolul 43 alineatul (1) literele (i) si (j) din Normele
privind protectia datelor, CPD are competenta de a formula observatii cu privire la concluzii si
recomandari si, de asemenea, de a solicita modificari, care vor fi puse in aplicare de RPD. in plus, RPD-
ul are autoritatea de a initia inspectii de monitorizare ulterioara sau de a extinde domeniul de aplicare
al inspectiilor privind protectia datelor si de a recomanda demararea unei anchete administrative
pentru a stabili daca sunt necesare masuri disciplinare sau de alta natura.

Avand in vedere legatura stransa dintre RPD si CPD, precum si importanta competentelor de
investigare, de auditare si corective, CEPD recomanda Comisiei sa clarifice in continuare interactiunea
dintre acestea, in special in ceea ce priveste exercitarea competentelor de investigare, de auditare si
corective, precum si sa clarifice rolul RPD-ului in tratarea cererilor persoanelor vizate [articolul 43
alineatul (1) litera (k) din Normele privind protectia datelor] si rolul sdu, daca este cazul, in procedura
de depunere a plangerilor la CPD, in conformitate cu articolul 50 din Normele privind protectia datelor.
in special, CEPD invitd Comisia si monitorizeze dacd se face o distinctie clard in practicd intre
momentele in care RPD-ul actioneazd in nume propriu (indeplinindu-si rolul si functia de RPD) si
momentele in care actioneaza in numele CPD-ului pentru a-l sprijini in Tndeplinirea functiilor sale de
supraveghere. Acest lucru ar oferi o claritate suplimentara cu privire la structura de supraveghere si la
rolul RPD-ului si al CPD-ului.

2.4.3 Procedura de depunere a plangerilor la Comitetul pentru protectia datelor

CEPD observa ca persoanele vizate au dreptul de a depune plangere la Comitetul pentru protectia
datelor, care o trateaza in conformitate cu procedura prevazuta la articolul 50 din Normele privind
protectia datelor si cu regulamentul de procedura prevazut in anexa 1 la Normele privind protectia
datelor.

in special, dupd examinarea plangerii, CPD emite un aviz motivat citre operator, in care poate
recomanda acordarea de despagubiri pentru prejudicii materiale sau morale.

n conformitate cu articolul 50 alineatul (4) din Normele privind protectia datelor, avizele motivate ale
CPD-ului (denumite in continuare ,,avize”) nu sunt obligatorii pentru operatorul de date, care poate
alege si nu le respecte. In acest caz, operatorul trebuie s3 furnizeze o explicatie scrisa si i se solicits,
de asemenea, sa informeze persoana vizata, operatorul delegat si, dupa caz, persoana imputernicita
de operator, RPD-ul si CPD-ul cu privire la decizia sa finala si la concluziile CPD-ului. Decizia (constituita
din avizul motivat al CPD-ului si decizia finala a operatorului) poate fi contestata de persoana vizata,
solicitand presedintelui Oficiului sa initieze procedura de arbitraj prevazuta la articolul 52 din Normele
privind protectia datelor sau prin intermediul Tribunalului Administrativ al Organizatiei Internationale
a Muncii.

in conformitate cu orientdrile CEPD, Criteriile de referintd privind caracterul adecvat al nivelului de
protectie si jurisprudenta CJUE, organismul de supraveghere va avea competente obligatorii, deoarece
este un factor esential in asigurarea eficacitatii mecanismului de supraveghere.

23 Decizia Presedintelui Oficiului privind forta executorie a recomandarilor responsabilului cu protectia datelor
aprobate de Comitetul pentru protectia datelor in cadrul auditurilor si controalelor privind protectia datelor.
Concluziile sunt disponibile la urmatorul link https://link.epo.org/web/office/data-protection-and-privacy/en-
decision-of-the-president-on-enforceability-of-dpo-conclusions-and-recommendations.pdf.
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CEPD observa ca avizele Comitetului pentru protectia datelor emise in contextul tratarii plangerilor
raman neobligatorii. Desi concluziile si recomandarile RPD-ului — in urma investigatiilor si auditurilor,
care ar fi putut fi initiate la cererea CPD-ului — pot deveni obligatorii dupa aprobarea de catre CPD,
acestea nu par sa se aplice cazurilor initiate in temeiul articolului 50 din Normele privind protectia
datelor, adica plangerilor persoanelor vizate.

Avand in vedere cele de mai sus, CEPD invitd Comisia sa verifice si sa se asigure ca competentele CPD-
ului sunt obligatorii Tn contextul tratarii plangerilor in temeiul articolului 50 din Normele privind
protectia datelor si sa evalueze daca pot fi prevazute garantii suplimentare n acest sens.

Cu toate acestea, CEPD saluta faptul ca deciziile operatorului in temeiul articolului 50 alineatul (6) din
Normele privind protectia datelor pot fi contestate, deoarece acest lucru oferd persoanelor vizate
mecanismele de recurs necesare si permite punerea in aplicare a deciziei organismului de
supraveghere.

De asemenea, CEPD saluta faptul ca si CPD-ul poate recomanda acordarea de despagubiri pentru
prejudicii materiale sau morale [articolul 50 alineatul (3) din Normele privind protectia datelor].

2.4.4 Mecanisme de recurs si arbitraj

Conform Criteriilor de referinta privind caracterul adecvat al nivelului de protectie, persoanelor vizate
ar trebui sa li se ofere cdi de atac eficiente, inclusiv despagubiri pentru prejudiciile rezultate din
prelucrarea ilegala a datelor lor cu caracter personal. Acesta este un element esential care trebuie sa
implice un sistem de judecata sau arbitraj independent, care sa permita plata de despagubiri si
impunerea de sanctiuni, dupa caz.

CEPD observa ca, in conformitate cu cadrul legal privind protectia datelor al Organizatiei Europene de
Brevete, persoanele vizate au dreptul de a solicita revizuirea prelucrarii datelor lor cu caracter personal
in fata operatorilor delegati atunci cand considera ca a avut loc o incalcare a normelor de protectie a
datelor. Aceasta constituie o conditie prealabila pentru depunerea unei plangeri la CPD in calitate de
organism independent de supraveghere, in conformitate cu articolul 50 din Normele privind protectia
datelor. Aceasta cerinta reprezinta o caracteristica noua in comparatie cu sistemul de protectie a
datelor al UE, care Tnsa nu afecteaza nivelul de protectie oferit de sistemul Organizatiei Europene de
Brevete, deoarece nu afecteaza nici aplicabilitatea drepturilor persoanelor vizate, nici dreptul lor la
despagubiri.

n conformitate cu articolul 50 si articolul 52 alineatul (1) din Normele privind protectia datelor, daci
nu sunt multumite de decizia finala luata in urma procedurii prevazute la articolul 50 din Normele
privind protectia datelor, persoanele vizate pot introduce o cale de atac. Angajatii Organizatiei
Europene de Brevete pot contesta decizia la Tribunalul Administrativ al Organizatiei Internationale a
Muncii. Orice alta persoana vizata are la dispozitie trei luni pentru a depune cerere de arbitraj la
presedinte.
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CEPD saluta dispozitiile privind mecanismul de recurs. in ceea ce priveste mecanismul de arbitraj, CEPD
observa ca este posibil sa se prevada mecanisme alternative de solutionare a litigiilor, atunci cand
mecanismele judiciare nu sunt disponibile, de exemplu, din cauza statutului operatorului ca organizatie
internationala. Aceste mecanisme alternative de solutionare a litigiilor trebuie sa ofere persoanelor
vizate garantii echivalente in esentd cu cele prevazute la articolul 47 din Carta®°. Prin urmare,
prevederea unui mecanism alternativ nu prezinta in sine motive de ingrijorare sau probleme
inerente3!, cu conditia ca arbitrajul (i) sa garanteze o judecata independentd si impartiald, in
conformitate cu principiile unui proces echitabil, (ii) sa fie obligatoriu pentru operator (Organizatia
Europeana de Brevete)®, sd permita (iii) acordarea de despagubiri si (iv) impunerea de sanctiuni, daca
este cazul.

Tn mod similar, Curtea European a Drepturilor Omului a hot3rat c& se pot asigura cdi de atac eficiente
prin ,,mijloace alternative rezonabile”, cum ar fi arbitrajul 3.

CEPD constata cu satisfactie ca cadrul juridic al Organizatiei Europene de Brevete prevede (i) norme
care sa asigure independenta arbitrului [articolul 52 alineatul (3) din Normele privind protectia
datelor], (ii) caracterul obligatoriu al mecanismului de arbitraj [articolul 52 alineatul (1) din Normele
privind protectia datelor], precum si (iii) dreptul la despagubiri pentru prejudiciile suferite ca urmare a
Tncalcarii normelor privind protectia datelor [articolul 53 din Normele privind protectia datelor] si (iv)
impunerea de sanctiuni, dupa caz (articolul 11 din Regulamentul de arbitraj al Curtii Europene de
Arbitraj34).

in plus, CEPD salutd faptul cd Organizatia Europeand de Brevete suportd costurile arbitrajului ,
indeplinind astfel cerinta potrivit cdreia caile de atac pentru asigurarea respectarii drepturilor
persoanelor vizate nu trebuie sa implice costuri prohibitive3>.

30 CJUE, 16 iulie 2020, Hotérarea in cauza C-311/18, Data Protection Commissioner/Facebook Ireland Limited si
Maximillian Schrems (,,Schrems 11”), punctele 96 si 186 si urmatoarele.

31 Grupul de lucru ,Articolul 29”, Criteriile de referinta privind caracterul adecvat al nivelului de protectie
adoptate la 28 noiembrie 2017, revizuite si adoptate ultima data la 6 februarie 2018; Orientarile 2/2020 privind
articolul 46 alineatul (2) litera (a) si articolul 46 alineatul (3) litera (b) din Regulamentul (UE) 2016/679 pentru
transferurile de date cu caracter personal intre autoritatile si organismele publice din SEE si din afara SEE,
versiunea 2.0, adoptata la 15 decembrie 2020, punctele 53 si 75.

32 CJUE, 6 octombrie 2015, Hotararea in cauza C-362/14, Maximillian Schrems/Data Protection Commissioner
(,Schrems”), punctele 41 si 95; CJUE, 16iulie 2020, Hotardrea in cauza C-311/18, Data Protection
Commissioner/Facebook Ireland Ltd si Maximillian Schrems (,Schrems 11”), punctele 186, 187, 189, 195 si
urmatoarele.

33 CEDO, Sectia a cincea, Hotarare, Cererea nr. 415/07. Roland KLAUSECKER impotriva Germaniei, disponibila la
urmatorul link https://hudoc.echr.coe.int/eng#{%22itemid%22:[%22001-151029%22.

34 Regulamentul de arbitraj al Curtii Europene de Arbitraj este disponibil la urmatorul link https://cour-europe-
arbitrage.org/arbitration-rules/

35 Grupul de lucru ,Articolul 29”, WP 254 rev. 01, adoptat la 28 noiembrie 2017 si revizuit si adoptat ultima data
la 6 februarie 2018, aprobat de CEPD, punctul 4.
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3. ACCESAREA S| UTILIZAREA DE CATRE AUTORITATILE PUBLICE A
DATELOR CU CARACTER PERSONAL TRANSFERATE DIN UNIUNE
CATRE ORGANIZATIA EUROPEANA DE BREVETE

CEPD subliniaza, in primul rand, ca evaluarea accesului autoritatilor publice la datele cu caracter
personal transferate din Uniune si a utilizarii lor de catre acestea este, in cazul de fata, distincta de
evaluarea corespunzitoare a nivelului de protectie oferit de o tara tertd. n loc s§ evalueze legislatia si
practicile relevante ale tarii terte Tn materie de acces al autoritatilor publice, scenariul specific al unei
decizii privind protectia adecvata a datelor cu caracter personal de catre o organizatie internationala
necesita revizuirea normelor care determind modul in care organizatia respectiva trateaza cererile
autoritatilor publice de acces la date cu caracter personal, inclusiv, in special, posibilitatea si normele
de respingere a acestor cereri. Prin urmare, standardul Tn raport cu care se evalueaza echivalenta in
esenta difera, in ceea ce priveste accesul autoritatilor publice |la date, de deciziile anterioare privind
caracterul adecvat al nivelului de protectie.

Ca observatie generalda suplimentara, CEPD constatda in continuare ca, potrivit explicatiilor
suplimentare furnizate de Comisie, Organizatia Europeana de Brevete nu a primit Tnca nicio cerere de
acces la date in scopul aplicarii legii sau al securitatii nationale.

Faptul ca, pana in prezent, la Organizatia Europeana de Brevete nu au fost depuse cereri in scopul
aplicarii legii sau al securitatii nationale inseamna ca normele aplicabile n astfel de cazuri nu au fost
inca testate n practica Tn acest sens. Prin urmare, CEPD incurajeaza Comisia sa monitorizeze daca
Organizatia Europeand de Brevete va primi astfel de cereri in viitor si modul de punere in aplicare a
normelor relevante in contextul specific. Comisia ar putea examina, Tn special, modul in care normele
si standardele Organizatiei Europene de Brevete se aplica in cazul cererilor autoritatilor de aplicare a
legii si ale serviciilor de informatii, cum ar fi cerinta de a furniza dovezi ca este necesara transmiterea
datelor intr-un scop specific care decurge din obligatia Organizatiei Europene de Brevete de a coopera
[articolul 8 alineatul (3) din Normele privind protectia datelor]. Astfel de dovezi vor sta, la randul lor,
la baza evaluarii de catre Organizatia Europeana de Brevete a necesitatii si proportionalitatii unei
transmiteri [articolul 8 alineatul (4) din Normele privind protectia datelor]3®.

3.1 Prelucrarea de catre Organizatia Europeana de Brevete a cererilor de acces la
date cu caracter personal din partea autoritatilor publice

Proiectul de decizie precizeaza ca cadrul juridic in temeiul caruia Organizatia Europeana de Brevete
evalueaza si raspunde la cererile autoritatilor publice privind datele cu caracter personal decurge din
PPI, din cerintele Normelor privind protectia datelor referitoare la transmiterea si transferul datelor cu
caracter personal si din dreptul international public®’. Desi acest cadru se aplica in general cererilor
provenite atat din statele contractante, cat si din statele necontractante, dispozitiile specifice stabilesc
un regim diferit pentru cererile emise de autoritatile publice ale statelor contractante, pe de o parte,
si ale statelor necontractante, pe de alta parte.

36 Tn ceea ce priveste cadrul juridic al transmiterilor, vezi si punctele 56 si 57 din prezentul aviz.
37 Vezi considerentul 96 din proiectul de decizie.
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n ceea ce priveste statele contractante, imunitatile Organizatiei Europene de Brevete previzute in PPI
(vezi punctul 14) sunt completate de o obligatie de cooperare. Articolul 20 alineatul (1) din PPl prevede
ca Organizatia Europeana de Brevete ,va coopera in permanentd cu autoritatile competente ale
statelor contractante pentru a facilita buna administrare a justitiei, pentru a asigura respectarea
reglementarilor in domeniul politienesc si a reglementarilor privind sanatatea publica, inspectia muncii
sau alte reglementari nationale similare si pentru a preveni orice utilizare abuziva a privilegiilor, a
imunitatilor si a facilitatilor previzute in prezentul protocol”32. Tn acest scop si in conformitate cu
articolul 3 alineatul (1) litera (a) din PPI, Organizatia Europeana de Brevete poate renunta la imunitatea
sa de jurisdictie si de executare pentru a raspunde cererilor de acces ale autoritatilor publice. CEPD
constata Tn mod corespunzator ca pare intr-adevar inevitabil sa se prevada mecanisme de cooperare
cu autoritatile publice din statele contractante, care, in anumite cazuri, pot chiar servi intereselor
persoanei vizate, de exemplu Tn ceea ce priveste prestatiile sociale si aspectele legate de asigurari ale
personalului Organizatiei Europene de Brevete. Cu toate acestea, articolul 20 alineatul (1) din PPl ridica
problema, in special in ceea ce priveste cererile de acces in scopul aplicarii legii si al securitatii
nationale, a modului in care obligatia de cooperare se raporteaza la conceptul de imunitate sau
interactioneaza cu acesta. Comisia a indicat ca normele Organizatiei Europene de Brevete privind
cooperarea ar trebui sa fie intelese ca facand parte din principiul general mai larg al imunitatii si, prin
urmare, Organizatia Europeana de Brevete ar fi in masura sa respinga cererile in scopurile mentionate
mai sus, indiferent de articolul 20 alineatul (1) din PPIl. CEPD invita Comisia sa clarifice in continuare
acest aspect in decizie.

Decizia privind o cerere de cooperare revine presedintelui Oficiului, care, astfel cum se indica in
proiectul de decizie, exercita o putere discretionara in acest sens®. Desi proiectul de decizie se refera
la articolul 3 alineatul (1) litera (a) din PPl ca temei juridic pentru renuntarea la imunitatea organizatiei,
acesta nu identifica In mod clar o dispozitie care sa confere presedintelui puterea discretionara in cauza
si sa stabileasca criteriile care orienteaza exercitarea acestei puteri discretionare atunci cand se decide
cu privire la o cerere de cooperare. CEPD observa ca, in temeiul articolului 19 alineatul (2) din PPI,
presedintele ,are obligatia de a renunta la imunitate Tn cazul in care considera ca aceasta impiedica
desfasurarea normala a justitiei si ca este posibil sa se renunte la aceastad imunitate fara a prejudicia
interesele organizatiei”. Aceasta cerinta ridica intrebari suplimentare cu privire la domeniul de aplicare
a puterii discretionare a presedintelui. in continuarea paragrafului anterior, CEPD invitd Comisia sa
clarifice aceste aspecte in decizie.

Daca Organizatia Europeana de Brevete decide sa dea curs unei cereri de acces din partea unui stat
contractant in conformitate cu articolul 20 alineatul (1) din PPI, se aplica cerintele din Normele privind
protectia datelor referitoare la transmiteri (vezi punctul 38 si urmatoarele)?°. Aceste norme se aplicd
tuturor statelor contractante, indiferent daca statul contractant este un stat membru al SEE sau este
considerat tara terta din perspectiva legislatiei UE privind protectia datelor. Cu toate acestea, normele
privind transmiterile, spre deosebire de regimul aplicabil transferurilor catre autoritati publice din
afara statelor contractante ale Organizatiei Europene de Brevete, nu impun inh mod explicit asigurarea
unui nivel adecvat de protectie a datelor transferate in tara destinatard“. In acest sens, CEPD doreste
sa reaminteasca Orientarile sale privind articolul 48 din RGPD*, in care se precizeaza ca ,in cazul in

38 Conform informatiilor suplimentare furnizate de Comisie, Organizatia Europeana de Brevete nu a exercitat,
pana in prezent, competenta conferita de articolul 20 alineatul (2) si articolul 25 din PPI de a incheia acorduri
complementare cu unul sau mai multe state contractante in scopul aplicarii legii sau al securitatii nationale.

39 Vezi considerentul 97 din proiectul de decizie.

40 Ibid.

41 Vezi considerentele 63-65 din proiectul de decizie si articolul 8 din Normele privind protectia datelor.

42 Orientarile CEPD 02/2024 privind articolul 48 din RGPD, adoptate la 2 decembrie 2024.
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care datele prelucrate in UE sunt transferate sau divulgate ca raspuns la o cerere din partea unei
autoritati dintr-o tara terta, o astfel de divulgare face obiectul RGPD si constituie un transfer in sensul
capitolului V. Aceasta inseamna ca, la fel ca in cazul oricarui transfer care face obiectul RGPD, trebuie
s3 existe un temei juridic pentru prelucrare la articolul 6 si un motiv de transfer in capitolul V”.#3 In
acest sens, CEPD fsi reafirma solicitarea de clarificare exprimata la punctul 41 de mai sus si invita
Comisia sa clarifice ce garantii se aplica si in ceea ce priveste transmiterile bazate pe cereri de acces
din partea autoritatilor publice, in special cererile in scopul aplicarii legii si al securitatii nationale. Ar
trebui sa se asigure ca cerintele din capitolul V din RGPD, Tn masura necesara pentru a stabili
echivalenta esentiald, sunt indeplinite in mod suficient, inclusiv in cazul in care conceptul de tari terte
din legislatia UE privind protectia datelor si cadrul juridic al Organizatiei Europene de Brevete nu
coincid pe deplin®,

Desi CEPD recunoaste ca nota explicativa a Organizatiei Europene de Brevete privind transmiterea si
transferul datelor cu caracter personal prevede ca ,pentru a oferi garantii adecvate ca instrumente
pentru transmiteri, ar trebui introduse dispozitii specifice privind protectia datelor in instrumente
executorii, cum ar fi memorandumuri de intelegere sau acorduri administrative®”, in practica poate fi
irealizabil sa se puna in aplicare astfel de instrumente in relatia cu autoritatile de aplicare a legii si
serviciile nationale de securitate. CEPD considera ca transmiterea datelor cu caracter personal catre
state contractante care nu sunt membre ale SEE, Tn special in scopul aplicarii legii si al securitatii
nationale, ar necesita, prin urmare, o atentie speciala din partea Comisiei.

Deoarece nu exista niciun instrument juridic care sa reglementeze in mod specific prelucrarea de catre
Organizatia Europeanda de Brevete a cererilor adresate de autoritatile publice ale statelor
necontractante, se aplica normele generale privind transferurile n temeiul Normelor privind protectia
datelor, care sunt foarte asemanatoare cu cele din capitolul V din RGPD (vezi punctele 35 si 36).

3.2 Restrictionarea drepturilor persoanelor vizate

Articolul 25 din Normele privind protectia datelor prevede ca dispozitiile juridice specifice din cadrul
juridic al Organizatiei Europene de Brevete pot, in conditii care reflecta indeaproape cerintele
articolului 23 din RGPD, sa restrictioneze aplicarea drepturilor persoanelor vizate (vezi punctul 33 si
urmatoarele). Tn contextul accesului autoritétilor publice, CEPD observd c3 restrictia prevdzutd in
Circulara nr. 420 litera (h) poate permite o interpretare extinsa, intrucat se refera in sens larg la scenarii
de ,furnizare sau primire de asistenta catre sau de la autoritatile publice competente, inclusiv din
partea statelor contractante ale Organizatiei Europene de Brevete si a organizatiilor internationale”.
Desi recunoaste ca domeniul de aplicare al acestei dispozitii este limitat la personalul Organizatiei
Europene de Brevete, CEPD invitd Comisia sa monitorizeze aplicarea sa practica.

43 |bid., punctul 9.

44 Desi CEPD recunoaste ca toate statele contractante sunt parti la CEDO si la Conventia 108, CEPD reaminteste
ca ratificarea acestor instrumente nu poate asigura, in sine, un nivel de protectie in esenta echivalent, deoarece
acest lucru va depinde, in special, de punerea lor in aplicare specifica in fiecare tara.

45 EPO transmission and transfer of personal data (Transmiterea si transferul datelor cu caracter personal de
catre Organizatia Europeana de Brevete), nota explicativa, versiunea din ianuarie 2024, p. 6.
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4. PUNEREA IN APLICARE SI MONITORIZAREA PROIECTULUI DE
DECIZIE

in ceea ce priveste monitorizarea si revizuirea deciziei privind caracterul adecvat al nivelului de
protectie, CEPD observa ca, in conformitate cu jurisprudenta CJUE, ,avand in vedere ca nivelul de
protectie asigurat de o tara terta sau de o organizatie internationala este susceptibil sa se modifice,
revine Comisiei, dupd adoptarea unei decizii privind caracterul adecvat al protectiei in temeiul
articolului 45 din RGPD, sarcina de a verifica in mod periodic daca constatarea referitoare la nivelul de
protectie adecvat asigurat de tara tertd sau de organizatia internationala in cauza este in continuare
justificata in fapt si in drept. O astfel de verificare se impune, in orice caz, atunci cand exista indicii care
dau nastere unei indoieli in aceasta privinta”*®,

CEPD considera ca functia de supraveghere — si, in special, exercitarea competentelor de investigare si
corective —, precum si accesul autoritatilor publice la datele transferate din UE catre Organizatia
Europeana de Brevete vor merita o atentie speciald in cadrul urmatoarelor revizuiri periodice. De
asemenea, Comisia ar trebui sd acorde o atentie sporita, Tn cadrul monitorizarii deciziei privind
caracterul adecvat al nivelului de protectie, evolutiei normelor care completeaza Normele privind
protectia datelor, cum ar fi Decizia presedintelui Oficiului European de Brevete din 12.7.2024 privind
aplicabilitatea recomanddrilor responsabilului cu protectia datelor aprobate de Comitetul pentru
protectia datelor in cadrul auditurilor si inspectiilor privind protectia datelor, Supravegherea protectiei
datelor — Desfdsurarea auditurilor si a controalelor cu privire la protectia datelor de cdtre serviciul
responsabil cu protectia datelor si Transmiterea si transferul datelor cu caracter personal de cdtre
Organizatia Europeand de Brevete, notd explicativd, versiunea din ianuarie 2024.

CEPD observa ca revizuirea constatarii caracterului adecvat al nivelului de protectie va avea loc cel
putin o data la patru ani, in conformitate cu articolul 45 alineatul (3) din RGPD.

n ceea ce priveste implicarea practicd a CEPD si a reprezentantilor sdi in pregatirea si desfasurarea
viitoarelor revizuiri periodice, CEPD reitereaza cd orice documentatie relevantd, inclusiv
corespondenta, ar trebui comunicata in scris CEPD cu suficient timp Thainte de revizuiri.

CEPD saluta faptul ca proiectul de decizie prevede participarea CEPD la reuniunea organizata intre
Comisie si Organizatia Europeana de Brevete si dedicata revizuirii functionarii deciziei privind
caracterul adecvat al nivelului de protectie.

Pentru Comitetul european pentru protectia datelor

Presedinta

(Anu Talus)

4 CJUE, 6 octombrie 2015, Hotararea in cauza C-362/14, Maximillian Schrems impotriva Data Protection
Commissioner (,,Schrems”), punctul 76. Vezi si proiectul de decizie, considerentul 105 si articolul 3 alineatul (5).
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