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Sazetak

Europska komisija zapocela je 4. oZzujka 2025. postupak donosSenja nacrta provedbene odluke (nacrt
odluke) o primjerenoj zastiti osobnih podataka u Europskoj patentnoj organizaciji (EPO ili
Organizacija)®.

Europska komisija zatraZila je 5. oZujka 2025. misljenje Europskog odbora za zastitu podataka (EDPB).
EDPB-ova ocjena primjerenosti razine zastite koju pruza EPO donesena je na temelju ispitivanja samog
nacrta odluke kao i na temelju analize dokumentacije koju je Europska komisija stavila na raspolaganje.

EDPB se usredotocio na procjenu pravnog okvira i pravila o zastiti podataka primjenjiva na EPO te na
pravne lijekove dostupne pojedincima u Europskom gospodarskom prostoru (EGP), uklju€ujuci pristup
tijela javne vlasti osobnim podatcima prenesenima iz EGP-a u EPO.

EDPB je procjenjivao i jesu li zasStitne mjere predvidene pravnim okvirom EPO-a uspostavljene i
ucinkovite te je svoju procjenu prvenstveno usmjerio na nadzor i provedbu, uzimajuéi u obzir
specificnosti medunarodnih organizacija.

U svojem se radu prije svega koristio Referentnim dokumentom o primjerenosti koji je donijela Radna
skupina iz ¢lanka 29.2,

EDPB sa zadovoljstvom konstatira da je EPO-ov okvir za zastitu podataka u mnogocemu sli¢an okviru
Europske unije za zastitu podataka, medu ostalim u pogledu prava i nacela zastite podataka.

Zakljucio je i da bi Europska komisija odredene aspekte trebala dodatno pojasniti te pomno pratiti.

Konkretno, EDPB poziva Komisiju da pojasni da je u kontekstu strukture upravljanja zastitom podataka
koju primjenjuje EPO, voditelj obrade (tj. Europski patentni ured) i dalje subjekt koji je u konacnici
odgovoran za povrede pravila o zastiti podataka.

Kad je rije¢ o daljnjim prijenosima, EDPB primjecuje da se zahtjev za neugroZavanje razine zastite ne
spominje izrijekom u vezi s takozvanim ,slanjem” osobnih podataka tijelima javne vlasti u drzavama
ugovornicama EPO-a. EDPB trazi od Komisije da pojasni to pitanje kao i da pojasni koje se zaStitne
mjere primjenjuju kada se osobni podatci prenose u konkretnom kontekstu postupka priznavanja
patenta.

Imajuci u vidu blisku vezu izmedu sluzbenika za zastitu podataka i Odbora za zasStitu podataka kao i
vaznost istraznih, revizijskih i korektivnih ovlasti, EDPB preporucuje Komisiji da dodatno pojasni
njihovo medudjelovanje, posebno u pogledu izvrSavanja istraznih, revizijskih i korektivnih ovlasti, kao
i da pojasni ulogu sluzbenika za zastitu podataka u obradi zahtjeva ispitanika i njegovu ulogu, ako
postoji, u postupku rjeSavanja prituzbi pred Odborom za zastitu podataka. Nadalje, EDPB napominje
da su (obrazlozena) misljenja Odbora za zaStitu podataka izdana u kontekstu postupka rjesavanja
prituzbi i dalje neobvezujuca te poziva Komisiju da provjeri jesu li ovlasti Odbora obvezujuée u tom
kontekstu kao i da osigura da one budu obvezujuce te da procijeni bi li se u tu svrhu mogle predvidjeti
dodatne zastitne mjere.

EDPB je analizirao i pravni okvir EPO-a u pogledu pristupa tijela javne vlasti osobnim podatcima
prenesenima iz Unije u Organizaciju kao i njihova koristenja tim podatcima. U tom pogledu EDPB istice
da se procjena vladina pristupa u ovom slucaju razlikuje od odgovarajuce procjene razine zastite koju

1 Priopéenje za javnost https://ec.europa.eu/commission/presscorner/detail/sv/ip 25 613.
2 Radna skupina iz ¢lanka 29., WP 254 rev.01, donesen 28. studenog 2017. kako je zadnji put revidiran i donesen
6. veljace 2018., koji je potvrdio EDPB.
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pruza treca zemlja. Konkretan scenarij donosenja odluke o primjerenosti zastite osobnih podataka koju
pruza neka medunarodna organizacija zahtijeva preispitivanje pravila kojima se odreduje kako ta
organizacija obraduje zahtjeve tijela vlasti za pristup.

Sto se tice drzava ugovornica, imuniteti koje uZiva EPO dopunjeni su obvezom suradnje. U tu se svrhu
EPO moze odredi svojeg imuniteta od sudbenosti i izvrSenja i odgovoriti na zahtjeve tijela vlasti za
pristup. EDPB poziva Komisiju da dodatno pojasni, osobito u pogledu zahtjeva za pristup u svrhu
izvrSavanja zakonodavstva i nacionalne sigurnosti, kako je obveza suradnje povezana s pojmom
imuniteta. U tom kontekstu EDPB poziva Komisiju da pojasni i predsjednikove ovlasti i opseg njegovih
diskrecijskih ovlasti pri odlucivanju o zahtjevu za suradnju.

Ako EPO odluci postupiti po zahtjevu drzave ugovornice za pristup, primjenjuju se zahtjevi u pogledu
slanja podataka. Ta su pravila primjenjiva na sve drZave ugovornice bez obzira na to je li drzava
ugovornica drzava Clanica EGP-a ili se s aspekta prava EU-a o zastiti podataka smatra treéom zemljom.
EDPB naglasava da zahtjevi iz poglavlja V. Opce uredbe o zastiti podataka, u mjeri u kojoj su potrebni
za utvrdivanje nacelne istovjetnosti, trebaju biti dostatno razmotreni te poziva Komisiju da pojasni koje
se zastitne mjere primjenjuju u takvim slucajevima.
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Europski odbor za zastitu podataka,

uzimajuéi u obzir ¢lanak 70. stavak 1. tocku (s) Uredbe (EU) 2016/679 Europskog parlamenta i Vijeda
od 27. travnja 2016. o zastiti pojedinaca u vezi s obradom osobnih podataka i o slobodnom kretanju
takvih podataka te o stavljanju izvan snage Direktive 95/46/EZ (dalje u tekstu ,Opca uredba o zastiti
podataka”),

uzimajudi u obzir Sporazum o Europskom gospodarskom prostoru (EGP), a posebno njegov Prilog XI. i
Protokol 37., kako je izmijenjen Odlukom Zajedni¢kog odbora EGP-a br. 154/2018 od 6. srpnja 2018.3,

uzimajudi u obzir ¢lanak 12. i ¢lanak 22. svojeg Poslovnika,

DONIO JE SUEDECE MISLJENJE:

1. UVOD

U poglavlju V. Opce uredbe o zastiti podataka utvrdeni su uvjeti za prijenos osobnih podataka trecoj
zemlji ili medunarodnoj organizaciji. Osobni podatci mogu se prenositi na temelju odluke Europske
komisije o primjerenosti (¢lanak 45. Opce uredbe o zastiti podataka) ili, ako takva odluka o
primjerenosti ne postoji, ako voditelj obrade ili izvrSitelj obrade predvidi odgovarajuce zastitne mjere,
ukljucujudi provediva prava i pravne lijekove za ispitanika (¢lanak 46. Opée uredbe o zastiti podataka).
Ako ne postoji ni odluka o primjerenosti ni odgovarajuce zastitne mjere, prijenos ili skup prijenosa u
trecu zemlju ili medunarodnu organizaciju ostvaruje se samo pod odredenim uvjetima (¢lanak 49.
Opce uredbe o zastiti podataka).

EDPB podsjecéa da se odlukama o primjerenosti osigurava stalna zastita osobnih podataka prenesenih
iz EGP-a u tre¢u zemlju te da su takve odluke pouzdan instrument za prijenos kojim se osigurava zastita
ispitanikovih prava pri prijenosu podataka izvan EGP-a.

EDPB osobito pozdravlja inicijativu Komisije da radi na prvoj odluci o primjerenosti za medunarodnu
organizaciju te naglasava vaznost te odluke za dokazivanje da pravni okvir medunarodne organizacije
moze biti priznat kao okvir koji osigurava primjerenu razinu zastite u smislu ¢lanka 45. Opce uredbe o
zastiti podataka.

EDPB koristi ovu priliku da potakne Komisiju da nastavi dijalog s medunarodnim organizacijama kako
bi se, zajedno s odlukama koje se odnose na trece zemlje, razvila i prosirila ta vrsta odluka o
primjerenosti te poveéao njihov broj.

1.1 EPO-ov ustroj i okvir za zastitu podataka

Europska patentna organizacija, sa sjediStem u Miinchenu, meduvladina je organizacija utemeljena
Europskom patentnom konvencijom (EPK)% Obuhvacda 39 drzava ugovornica i ima pravnu osobnost.
Sastoji se od dva glavna tijela: Europskog patentnog ureda (Ured), koji djeluje kao njezin izvrsni
ogranak, i Upravnog vijeca, koje izvrsava zakonodavne ovlasti u ime EPO-a i odgovorno je za politicka
pitanja (¢lanak 33. EPK-a).

3 Upudivanja na ,drzave ¢lanice” u ovom misljenju treba tumaditi kao upudivanja na ,,drzave ¢lanice EGP-a”.
4 Uvodna izjava 7. nacrta odluke.
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10.

11.

12.

EPO-ova glavna nadleZnost priznavanje je europskih patenata, a tu zadadu obavlja Ured pod nadzorom
Upravnog vijeca.

Predsjednik predstavlja EPO te je na celu Ureda koji ukljucuje razlicite odjele. Predsjednik je odgovoran
za upravljanje radom Ureda i za stegovna pitanja te odgovara Upravnom vijeéu. Upravno vijece sastoji
se od predstavnika drzava ugovornica. Ono nadzire politicka pitanja i aktivnosti Ureda.

EPO je 30. lipnja 2021. donio Pravila o zastiti podataka (DPR) kojima se provode ¢lanci 1.B i 32.A
Pravilnika o osoblju® i koja su primjenjiva na obradu osobnih podataka koju provodi Ured®.

DPR je dopunjen instrumentima koje izdaje predsjednik, odnosno okruznicama, unutarnjim
administrativnim uputama i odlukama (kao $to su odluka o drzavama i subjektima koji osiguravaju
primjerenu zastitu podataka (17. studenog 2022.) i ,OkruZnica br. 420 o provedbi ¢lanka 25. Pravila o
zastiti podataka (DPR) o ogranicenjima prava ispitanika”). Svi ti instrumenti pravno su obvezujuéi’.

DPR je dodatno dopunjen operativnim dokumentima koje izdaje sluzbenik za zastitu podataka, u
kojima su navedeni podrobniji zahtjevi i postupci za obradu osobnih podataka (¢lanak 1. stavak 2.
tocka (c) DPR-a). Takvi operativni dokumenti dio su EPO-ova okvira za zastitu podataka i kao takvi
pravno obvezujudi te su dostupni ispitanicima na internetskim stranicama EPO-a.

1.2 Specifi¢nosti medunarodnih organizacija

U skladu s ¢lankom 4. stavkom 26. Opée uredbe o zastiti podataka, medunarodna organizacija je
,organizacija i njezina podredena tijela uredena medunarodnim javnim pravom ili bilo koje drugo tijelo
koje su sporazumom ili na osnovi sporazuma osnovale dvije ili viSe zemalja”. Prema medunarodnom
pravu, pravni poloZaj medunarodnih organizacija sliCan je pravnom poloZaju suverenih drZava;
medutim, u skladu s na¢elom funkcionalnog imuniteta, medunarodne organizacije uzivaju povlastice i
imunitete samo u mjeri potrebnoj za izvrSavanje funkcija za ¢ije su obavljanje bile stvorene®.
,Povlastice” u pravilu ukljucuju izuzeé¢a od materijalnog prava drzave (npr. oslobodenja od poreza i
izuzec¢a od placanja carine), dok su ,,imuniteti” izuzeéa od pravnog postupka, ovrsnih radnji i mjera
izvrSenja.

Izvor povlastica i imuniteta medunarodnih organizacija mogu biti: multilateralni ugovori, medunarodni
sporazumi kojima se osniva medunarodna organizacija, sporazumi o sjedistu sa zemljom domacdinom
te nacionalno pravo i zakonodavstvo. Povlastice i imunitete obic¢no priznaju drzave koje su ¢lanice
organizacija, osim ako trec¢e zemlje nisu izrijekom ili preSutno priznale medunarodnu organizaciju u

5 Pravilnikom o osoblju uredeni su aspekti koji se odnose na osoblje EPO-a, uklju€ujuci njihova prava i obveze.
Vidjeti u tom pogledu ¢lanak33. EPK-a. EPK je dostupan na sljedecoj poveznici:
https://link.epo.org/web/EPC 17th edition 2020 en.pdf.

6 Obrada osobnih podataka koju provodi Upravno vijeée EPO-a uredena je Pravilima o zastiti podataka Upravnog
vijeéa, dok je obrada osobnih podataka koju provodi UzZi saziv Upravnog vije¢a uredena Pravilima o zastiti
podataka uZeg saziva. Pravilima o zastiti podataka Upravnog vije¢a utvrduje se primjena DPR-a, uz potrebne
izmjene, na obradu osobnih podataka koju provodi Upravno vijeé¢e, dok se Pravilima o zastiti podataka Uzeg
saziva utvrduje primjena tih pravila, uz potrebne izmjene, na obradu osobnih podataka koju provodi uzi saziv. U
¢lanku 145. EPK-a pojasnjena je uloga UZeg saziva.

7 €lanak 10. EPK-a, ¢lanak 1. stavak 2. to¢ka (a) DPR-a i ¢lanak 3. to¢ka (y) DPR-a.

8 Christopher Kuner: International Organizations and the EU General Data Protection Regulation (Medunarodne
organizacije i Opca uredba EU-a o zastiti podataka), University of Cambridge Faculty of Law Legal Studies

Research Paper Series, Paper 20/2018.
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13.

14,

15.

16.

17.

domacdem pravu. Medutim, imunitet od nacionalne sudbenosti nije apsolutan te se trazi da pojedinci
imaju druga razumna pravna sredstva kako bi djelotvorno zastitili svoja prava®.

1.3 Povlastice i imuniteti EPO-a

Povlastice i imuniteti koje uZiva EPO uredeni su ,,Protokolom o povlasticama i imunitetima Europske
patentne organizacije” (PPl) i obuhvacaju, medu ostalim, prostorije EPO-a (¢lanak 1.); nepovredivost
arhiva (¢lanak 2. PPI-ja), sudbenost i izvrSenje (¢lanak 3. stavak 1. tocka (a) PPI-ja), vlasnistvo i imovinu
EPO-a: osim u mjeri u kojoj je to privremeno potrebno u vezi sa sprjeCavanjem i istrazivanjem nesreca
koje ukljuéuju motorna vozila koja pripadaju Organizaciji ili kojima se upravlja u ime Organizacije.
(€lanak 3. stavak 3. PPI-ja); oslobodenje od poreza (¢lanak 4. PPI-ja).

Imuniteti EPO-a dopunjeni su obvezom suradnje izmedu EPO-a i tijela javne vlasti drZzava ugovornica,
kako je utvrdeno c¢lankom 20. PPl-ja. Osim toga, u skladu s ¢lankom 19. stavkom 2., predsjednik
Europskog patentnog ureda duZan je ukinuti imunitet ako smatra da takav imunitet sprjeCava
normalno funkcioniranje pravosuda te da ga je moguce ukinuti bez Stete za interese Organizacije.

1.4 EPO-ovo upravljanje zastitom podataka

U skladu s ¢lankom 3. tockom (g) DPR-a, Europski patentni ured djeluje kao voditelj obrade!. Okvirom
EPO-a za zastitu podataka predvidena je moguénost da voditelj obrade utvrdi operativne jedinice kao
,delegirane voditelje obrade” (¢lanak 28. stavak 3. DPR-a). U skladu s ¢lankom 3. to¢kom (h) DPR-3,
,delegirani voditelj obrade znaci operativna jedinica, koju predstavlja njezin voditelj, koja osigurava da
su svi postupci obrade koji ukljucuju osobne podatke i koji se provode u okviru operativne jedinice u
skladu s ovim Pravilima. Osoba koja predstavlja jedinicu mora biti rukovoditelj na visoj razini, u pravilu
barem glavni direktor”.

EDPB primjecuje da je taj unutarnji upravljacki ustroj uobicajen u kontekstu medunarodnih
organizacija! s obzirom na veli¢inu medunarodnih organizacija i prirodu njihova rada. Slicno tomu,
trgovacka drustva imaju koristi od unutarnjeg ustroja koji podrzava uskladenost s pravilima o zastiti
podataka®?.

Medutim, EDPB napominje da bi krajnju odgovornost u slu¢aju krSenja pravila o zastiti podataka trebao
imati voditelj obrade (tj. Europski patentni ured)!. S obzirom na prethodno navedeno, EDPB poziva
Komisiju da dodatno pojasni to pitanje.

9ESLIP, Waite i Kennedy protiv Njemacke, zahtjev br. 26083/94, presuda od 18. veljace 1999., tocke od 67. do 73.
10y ¢lanku 28. DPR-a dodatno se opisuje vodenje obrade u okviru EPO-a.

11 Na primjer, u propisu Eurocontrola o zastiti podataka upucuje se na ,unutarnje voditelje obrade”
https://www.eurocontrol.int/sites/default/files/2024-05/eurocontrol-regulation-personal-data-protection-
2024.pdf; EIB upotrebljava izraz ,voditelj obrade” i za delegirane voditelje obrade i za EIB, ali se u tekstu ¢esto
upucuje na ,nadlezne voditelje obrade”, ¢ime se jasno daje do znanja da se oni odnose na konkretan subjekt
unutar EIB-a, dostupno na:
https://www.eib.org/attachments/lucalli/20220237 data protection rules implementing eu regulation en.p
df

12 Smjernice 07/2020 EDPB-a o pojmovima voditelja i izvrsitelja obrade u Opcoj uredbi o zastiti podataka,
verzija 2.1, donesene 7. srpnja 2021.

13 |bid., tocke 17.i 18.
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2. OPCI ASPEKTI ZASTITE PODATAKA

2.1 Nacela u pogledu sadrzaja

Poglavlje 3. Referentnog dokumenta o primjerenosti posveéeno je ,,nacelima u pogledu sadrzaja” te se
odnosi na osnovne pojmove i nacela zasStite podataka. Sustav trece zemlje ili medunarodne
organizacije mora sadrZavati osnovne pojmove i nacela kojima se osigurava razina zastite osobnih
podataka koja je u nacelu istovjetna onoj zajamcenoj pravom EU-a. Ti pojmovi i nacela ne moraju
odrazavati terminologiju Opce uredbe o zastiti podataka, ali bi trebali odrazavati pojmove sadrzane u
pravu EU-a o zastiti podataka te s njima biti uskladeni. U Referentnom dokumentu o primjerenosti
upucuje se na sljedece vazne pojmove: ,osobni podatci”, ,obrada podataka”, ,voditelji obrade
podataka”, ,izvrsitelj obrade podataka”, ,primatelj” i ,osjetljivi podatci”.

EDPB pozdravlja to Sto se DPR-om prava na privatnost i na zastitu podataka priznaju kao temeljna
prava.

2.1.1  Pojmovi

EDPB potvrduje da je terminologija koja se koristi u okviru EPO-a za zasStitu podataka u skladu s
terminologijom okvira EU-a za zastitu podataka. Ta uskladenost pozitivan je ¢Cimbenik koji, iako nije
preduvjet za istovjetnost, zasluZuje priznanje.

Kad je rije¢ o pojmovima , delegirani voditelj obrade” i ,operativna jedinica” te njihovim prakti¢nim
posljedicama, EDPR upucuje na prethodni odjeljak 1.4.

2.1.2 Nacela zastite podataka

Nacela zastite podataka utvrdena u clanku 4. stavku 2. i ¢lanku 6. DPR-a vrlo su slicna nacelima iz
¢lanka 5., odnosno ¢lanka 6. stavka 4. Opée uredbe o zastiti podataka. Sliéno tomu, pravne osnove za
obradu podataka koje su utvrdene u ¢lancima 5., 7., 11. i 12. DPR-a preslika su pravnih osnova
utvrdenih u ¢lanku 6. Opée uredbe o zastiti podataka i uvjeta iz ¢lanaka 9. i 10. Opce uredbe o zastiti
podataka®.

U skladu s ¢lankom 11. stavkom 2. DPR-a, posebne kategorije osobnih podataka mogu se obradivati
pod uvjetima koji su vrlo sli¢ni onima utvrdenima u ¢lanku 9. Opce uredbe o zastiti podataka, osim
odredenih slucajeva koji proizlaze iz prirode EPO-a. Prema, primjerice, ¢lanku 11. stavku 2. tocci (f)
DPR-a, takvi se podatci mogu obradivati ako je to potrebno u konkretnu svrhu koja se odnosi na
izvrSavanje zadacde koja se obavlja u okviru izvrSavanja sluzbenih aktivnosti Organizacije ili u okviru
legitimnog izvrSavanja sluzbenih ovlasti voditelja obrade.

Medutim, u takvim slucajevima ¢lankom 11. stavkom 2. tockom (f) DPR-a predvidene su posebne
mjere kako bi se osiguralo da razina zastite posebnih kategorija osobnih podataka nije ugrozena.

EDPB pozdravlja Cinjenicu da se, u odnosu na nacelo ograni¢avanja svrhe, uskladenost daljnjih svrha
slicno tumacdi i u clanku 4. stavku 2. tocki (b) te ¢lanku 6. DPR-a i u clanku 5. stavku 1. tocki (b) te
¢lanku 6. stavku 4. Opce uredbe o zastiti podataka.

Nadalje, EDPR pozdravlja ukljudivanje nacela odgovornosti u clanak 4. stavak 1. DPR-a kao i mjera
potrebnih za dokazivanje uskladenosti, poput vodenja evidencije (¢lanak 32.), obveze obavjes¢ivanja o
povredi podataka (¢lanak 34.), procjene ucinaka na zastitu podataka (¢lanak 38. DPR-a) te ukljucivanja

14 Vidjeti uvodne izjave od 26. do 29. nacrta odluke.
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28.

29.
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31

32.

tehnicke i integrirane zastite privatnosti (¢lanak 27. stavci 1. i 2. DPR-a), kojima se osigurava i
uskladenost s nacelima smanjenja koli¢ine podataka i nuznosti. EDPR sa zadovoljstvom konstatira da
su takva nacela i obveze vrlo sli¢ni onima utvrdenima Opéom uredbom o zastiti podataka.

Osim toga, EDPB pozdravlja ¢injenicu da se u ¢lanku 4. stavku 1. DPR-a navodi da je voditelj obrade
duzan aktivno i kontinuirano provoditi mjere kojima se osigurava zastita osobnih podataka u
aktivnostima obrade koje provodi, ¢ime ga se ¢ini odgovornim za poStovanje propisa o zastiti podataka
te se od njega traZi da je u svakom trenutku sposoban ispitanicima dokazati tu uskladenost.

2.2 Prava pojedinaca

EDPB pozdravlja Cinjenicu da prema DPR-u pojedinci imaju ista prava kao i prema Opcoj uredbi o zastiti
podataka (Clanci od 12. do 22.), odnosno pravo na pristup (¢lanak 18. DPR-a), pravo na ispravak
(€lanak 19. DPR-a), pravo na brisanje (¢lanak 20. DPR-a), pravo na ogranicenje obrade (¢lanak 21. DPR-
a), pravo na prenosivost podataka (¢lanak 22. DPR-a), pravo na prigovor (¢lanak 23. DPR-a) i pravo da
ne podlijezu automatiziranom donosenju odluka (¢lanak 24. DPR-a). Isto tako, pravo ispitanika da bude
obavijesten o ogranicenju svojih prava kao ispitanika (Clanak 23. stavak 2. tocka (h) Opce uredbe o
zastiti podataka) priznato je ¢lankom 7. Okruznice br. 420 koju je izdao predsjednik EPO-a.

Slicno kao i u ¢lanku 23. Opce uredbe o zastiti podataka, u ¢lanku 25. DPR-a navodi se da se odredenim
pravnim odredbama u pravnom okviru EPO-a mozZe ograniciti primjena prava navedenih u ¢lancima
od 18. do 25. DPR-a te se propisuje minimalni sadrZaj mjera kojima se predvidaju ogranicenja. Isti
minimalni sadrzaj propisuje se i Opéom uredbom o zastiti podataka. Osim toga, svaka procjena potrebe
za ogranicenjem treba biti propisno dokumentirana.

Dosad je EPO proveo tu odredbu putem Okruznice br. 420, u kojoj se pojasnjava koja se prava mogu
ograniciti te za koje ciljeve. Okruznicom se pojasnjava i da ¢e ogranicenje biti privremeno te da je na
voditelju obrade da utvrdi primjenjuje li se ogranicenje s obzirom na relevantne okolnosti. Pritom
voditelj obrade provodi ispitivanje potrebe i proporcionalnosti za svaki pojedini slu¢aj, koje se mora
dokumentirati i dostaviti sluzbeniku EPO-a za zastitu podataka. Sluzbenik za zastitu podataka ovlasten
je zatraiziti preispitivanje ograni¢enja, a voditelj obrade podataka mora pisanim putem izvijestiti o
ishodu preispitivanja.

EDPB sa zadovoljstvom konstatira da u skladu s ¢lankom 25. stavcima 2. i 4. DPR-a te ¢lankom 7.
Okruznice br. 420 ispitanici moraju biti obavijesteni o ograni¢enjima, osim ako bi se time ponistio
ucinak ogranicenja (u skladu s ¢lankom 23. Opée uredbe o zastiti podataka i ¢lankom 25. Europske
uredbe o zastiti podataka (EUDPR)), kao i o svojem pravu na savjetovanje sa sluzbenikom za zastitu
podataka radi osporavanja ogranicenja te svojim pravima iz ¢lanaka 49. i 50. DPR-a (¢lanak 25. stavak 3.
tocka (b) DPR-a). U tom kontekstu EDPB pozdravlja ¢injenicu da su, u skladu s ¢lankom 7. OkruZnice
br. 420, informacije o ograni¢enjima prava ispitanika dostupne na internetskim stranicama EPO-a.

Osim toga, EDPB primjecuje da je odreden broj ogranicenja prava ispitanika uveden zbog zadada koje
obavlja EPO. Na primjer, EPO je duZan voditi Registar europskih patenata u kojem se objavljuju
odredeni zakonski definirani osobni podatci. Isto tako, prava na ispravak i brisanje su ograni¢ena: EPO
ne moZe osigurati ispravak informacija, ukljucujuéi osobne podatke, sadrzanih u dokumentima koji se
koriste u postupku priznavanja patenta (kao Sto je to slucaj za dokumente koji su dio sluzbenih i pravnih
postupaka, kao Sto su tuzba i odgovor na tuzbu) te u slucaju odredenih dokumenata koji se koriste u
postupku priznavanja patenta mora postovati posebna razdoblja zadrzavanja i zahtjeve u pogledu
objave (¢lanak 129. tocka (a) EPK-a).
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EDPB napominje da su ograniCenja prava ispitanika koja je predvidio EPO ograni¢ena na ono $to je
strogo potrebno i proporcionalno za osiguravanje pravilnog funkcioniranja postupka priznavanja
patenta, ¢ime se postuju bit temeljnih prava i sloboda ispitanika te zahtjevi u pogledu potrebe i
proporcionalnosti kako su utvrdeni u Povelji Europske unije o temeljnim pravima (Povelja) i u Europskoj
konvenciji za zastitu ljudskih prava i temeljnih sloboda.

2.3 Ogranicenja daljnjih prijenosa

U Referentnom dokumentu o primjerenosti Opce uredbe o zastiti podataka pojasnjeno je da se razina
zastite fizicke osobe (Ciji se osobni podatci prenose na temelju odluke o primjerenosti ne smije ugroziti
daljnjim prijenosom te bi stoga svaki daljnji prijenos ,trebao biti dopusten samo kada i daljnji primatelj
(odnosno, primatelj daljnjeg prijenosa) podlijeze pravilima (ukljucujuéi ugovorna pravila) kojima se
pruZa primjerena razina zastite te slijedi odgovarajuée upute kada obraduje podatke u ime voditelja
obrade“?>, lako se DPR-om razlikuju ,,slanja osobnih podataka” i ,prijenosi osobnih podataka” te su za
te dvije kategorije prijenosa predvidena razli¢ita pravila'®, EDPB naglasava da se zahtjev u pogledu
neugrozavanja razine zastite primjenjuje na sve daljnje prijenose osobnih podataka koji se prenose iz
EU-a bez obzira na terminologiju koja se koristi.

EDPB primjecuje da se na ,,prijenose osobnih podataka” (kako su definirani u ¢lanku 3. tocki (t) DPR-a)
primjenjuju pravila koja su vrlo slicna onima iz poglavlja V. Opce uredbe o zastiti podataka kako bi se
osiguralo da razina zastite zajamcena DPR-om ne bude ugrozena (¢lanci 9. i 10. DPR-a).

EDPB pozdravlja taj visok stupanj uskladenosti s poglavljem V. Opcée uredbe o zastiti podataka te sa
zadovoljstvom primjecuje da se u smjernicama o prijenosu namijenjenima sluzbenicima za zastitu
podataka upuduje na Smjernice EDPB-a i novine unutar okvira Unije'’.

S obzirom na prethodno navedeno, EDPB je usmjerio svoju procjenu na pravila primjenjiva na drugu
kategoriju prijenosa na temelju DPR-a, odnosno na ,slanje osobnih podataka”.

2.3.1 Slanje osobnih podataka

U skladu s ¢lankom 3. to¢kom (s) DPR-a, ,slanje osobnih podataka” odnosi se na ,otkrivanje osobnih
podataka, njihovo Sirenje ili stavljanje na raspolaganje na drugi nacin, medu ostalim davanjem
pristupa, stranci u Europskoj patentnoj organizaciji ili nacionalnom uredu za industrijsko vlasnistvo ili
drugom tijelu javne vlasti drzave ugovornice Europske patentne konvencije pod uvjetima utvrdenima
u ¢lanku 8.”.

Clankom 8. stavkom 1. DPR-a propisano je da se osobni podatci mogu slati tijelu javne vlasti drzave
ugovornice EPO-a ako su ti podatci potrebni za izvrSavanje zadaca tog tijela javne vlasti i ako je slanje
u skladu sa zada¢ama i funkcioniranjem EPO-a8. Clankom 8. stavkom 2. DPR-a omogucuje se slanje
osobnih podataka nacionalnom uredu za industrijsko vlasnistvo drZave ugovornice EPO-a ako su ti
podatci potrebni za izvrSavanje zadada u nadleznosti primatelja i ako su izvrSavanje njegovih sluzbenih

15 Radna skupina iz ¢lanka 29., WP 254 rev.01, donesen 28. studenog 2017. kako je zadnji put revidiran i
donesen 6. veljace 2018., koji je potvrdio EDPB, poglavlje 3., odjeljak A.9.

16 vidjeti uvodne izjave od 62. do 72. nacrta odluke.

17 EPO-ovo slanje i prijenos osobnih podataka, Objasnjenje, verzija iz sije¢nja 2024., dio 3.2. (str. 9.).

18 Vidjeti uvodnu izjavu 63. nacrta odluke; to mozZe biti u svrhu suradnje u okviru savjetodavnih postupaka,
upucivanja i rasporedivanja struc¢njaka, pruzanja informacija o osoblju EPO-a za potrebe utvrdivanja socijalnih
naknada, poreznih zahtjevai sl.
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40.

41.

42.

43,

ovlasti i obrada potrebni za izvrSavanje zadada koje se obavljaju u okviru izvrSavanja sluzbenih
aktivnosti EPO-a ili u okviru legitimnog izvrSavanja sluzbenih ovlasti voditelja obrade, sto ukljucuje
obradu potrebnu za upravljanje EPO-om i njegovo funkcioniranje. Takvo se slanje odvija u okviru
postupka priznavanja patenta predvidenog EPK-om i PCT-om?°.

Primatelji moraju dostaviti dokaze da je prijenos podataka potreban u konkretnu svrhu koja proizlazi
iz EPO-ovih obveza suradnje s drzavom ugovornicom, a voditelj obrade, ako bi to moglo utjecati na
legitimne interese ispitanika, mora utvrditi, nakon Sto dokazivo odvagne suprotstavljene interese, da
je slanje podataka u tu konkretnu svrhu proporcionalno (¢lanak 8. stavak 3. i ¢lanak 8. stavak 4. DPR-
a).

Kako bi se pruzila odgovaraju¢a jamstva kao instrumenti za slanje podataka, u provedbene bi
instrumente, kao $to su memorandumi o razumijevanju ili administrativni dogovori, trebalo uvrstiti
posebne odredbe o zastiti podataka?®. Sluzbenik EPO-a za zastitu podataka pripremio je tipske klauzule
o zastiti podataka za memorandume o razumijevanju kojima se predvidaju, medu ostalim, nacela
zaStite podataka, ukljucujudi, primjerice, ogranicavanje svrhe, prava ispitanika te neovisan nadzor i
odgovarajuce provedbene mehanizme.?! EDPB prima na znanje takve zastite mjere, ali napominje da
se zahtjev za neugroZavanje razine zastite posebno ne spominje u odnosu na slanja podataka niti u
¢lanku 8. DPR-a niti u EPO-ovu objasnjenju o slanju i prijenosu osobnih podataka niti u nacrtu odluke
o primjerenosti. EDPB primjecuje da se, za razliku od navedenog, taj zahtjev izrijekom spominje u
kontekstu prijenosa?? te trazi od Komisije da pojasni to pitanje.

Nadalje, EDPB je iz dodatnih objasnjenja koja je dala Komisija shvatio da se zahtjev za odgovarajuca
jamstva kao instrumente za slanje podataka ne primjenjuje ako je primatelj nacionalni ured za
industrijsko vlasniStvo. Stoga EDPB-u nije posve jasno koje se mjere za zastitu podataka primjenjuju
kada se osobni podatci Salju u okviru postupka priznavanja patenta. Stoga EDPB poziva Komisiju da
pojasni i to pitanje.

2.4 Postupovni i provedbeni mehanizmi

Prema Referentnom dokumentu o primjerenosti?® i mjerodavnoj sudskoj praksi Suda EU-a?*, sustavom
zastite podataka koji je u nacelu istovjetan modelu Europske unije mora biti predvideno sljedece: (i)
neovisno tijelo, koje bi trebalo nadzirati i provoditi propise o zastiti podataka, s istraznim ovlastima i
ovlastima poduzimanja mjera bez vanjskog utjecaja. Sustavima zastite podataka mora se osigurati (ii)
da su voditelji obrade i izvrsitelji obrade odgovorni i svjesni svojih odgovornosti te da su ispitanici
obavijesteni o svojim pravima. Trebale bi biti uspostavljene djelotvorne sankcije i postupci provjere
kako bi se osiguralo postovanje pravila; (iii) voditelji obrade i izvrsitelji obrade moraju dokazati
uskladenost s pomoéu mjera kao $to su procjene ucinka na zastitu podataka, evidencije aktivnosti
obrade i imenovanje sluzbenika za zastitu podataka. Osim toga, (iv) sustavom za zastitu podataka mora

19 Vidjeti uvodnu izjavu 62., biljeSku 165., nacrta odluke i SL EPO 2021., A98 — Odluka predsjednika Europskog
patentnog ureda od 13. prosinca 2021. o obradi osobnih podataka u postupcima priznavanja patenta i srodnim
postupcima.

20 EPO-ovo slanje i prijenos osobnih podataka, Objasnjenje, verzija iz sije¢nja 2024., str. 6.

21 pregled zahtjeva iz EPO-ove tipske klauzule o zastiti podataka za memorandume o razumijevanju, verzija iz
lipnja 2024.

22 \Vidjeti uvodnu izjavu 67. nacrta odluke.

23 Radna skupina iz ¢lanka 29., WP 254 rev.01, donesen 28. studenog 2017. kako je zadnji put revidiran i donesen
6. veljace 2018., koji je potvrdio EDPB, poglavlje 3., odjeljak C.

24 Sud EU-a, 6. listopada 2015., presuda u predmetu C-362/14, Maximillian Schrems protiv Data Protection
Commissioner

(,Schrems”).

Doneseno 11


https://www.epo.org/en/legal/official-journal/2021/12/a98.html
https://www.epo.org/en/legal/official-journal/2021/12/a98.html
https://www.epo.org/en/legal/official-journal/2021/12/a98.html
https://link.epo.org/web/office/data-protection-and-privacy/en-explanatory-note-on-epo-transmission-and-transfer-of-personal-data.pdf
https://link.epo.org/web/office/data-protection-and-privacy/en-outline-of-the-template-data-protection-clause-for-mous.pdf
https://link.epo.org/web/office/data-protection-and-privacy/en-outline-of-the-template-data-protection-clause-for-mous.pdf

44,

45.
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47.

48.

49.

50.

51.

52.

se pruziti podrska i pomo¢ pojedinacnim ispitanicima u ostvarivanju njihovih prava kao i predvidjeti
odgovarajuée mehanizme pravne zastite.

Sto se ti¢e nacela odgovornosti koje obuhvada tocke (ii) i (iii) prethodne to¢ke, EDPB upuéuje na
odjeljak 2.1.2.

U sljede¢im odjeljcima EDPB je svoju procjenu usmjerio na postojanje neovisnog tijela i odgovarajuéih
mehanizama pravne zastite.

2.1
2.2
2.3
2.4

2.4.1 Sluzbenik za zaStitu podataka i Odbor za zastitu podataka

Sustavom koji je predstavio EPO uspostavljena su dva razlicita tijela odgovorna za nadzor uskladenosti
s pravilima o zastiti podataka: sluzbenik za zastitu podataka i Odbor za zastitu podataka (¢lanak 32.A
Pravilnika o osoblju).

Osim $to obavlja tradicionalnu ulogu sluzbenika za zastitu podataka na temelju Opce uredbe o zastiti
podataka, sluzbenik za zastitu podataka pri EPO-u ima i istrazne ovlasti u skladu s ¢lankom 43. DPR-a.

Uloga Odbora za zastitu podataka osigurati je neovisan, ucinkovit i nepristran nadzor nad pravilima o
zaStiti podataka. Ispitanici imaju pravo podnijeti prituzbu Odboru za zaStitu podataka u slucéaju
neslaganja s odlukom ili ako delegirani voditelj obrade preSutno odbije zahtjev za preispitivanje
(€lanak 50. DPR-a).

lako taj dvojni ustroj, koji se moZe opravdati naravi EPO-a, nije sam po sebi zabrinjavajuci ili
problematican, bitno je da oba tijela djeluju posve neovisno kako bi se osigurali ucinkoviti nadzor i
provedba te da imaju sve ovlasti potrebne za obavljanje svojih zadaca.

U tom je pogledu EDPB svoju procjenu usmjerio na stvarnu neovisnost tih nadzornih tijela te na njihove
ovlasti. Sto se ti¢e neovisnosti, EDPB pozdravlja kako je to nadelo formulirano u odgovarajué¢im
¢lancima i dodatne zastitne mjere koje su uspostavljene.

U tom je okviru EDPB proucio pravila kojima je uredeno imenovanje, razrjeSenje duznosti i otpustanje
sluzbenika za zaStitu podataka i Odbora za zaStitu podataka, posebno zahtjev za savjetovanje
predsjednika s Odborom za zastitu podataka prije svakog prijedloga da se sluzbenik za zastitu podataka
razrijeSi duznosti ili otpusti.

EDPB smatra da je to prethodno savjetovanje potencijalna zastitna mjera kad je rije¢ o neovisnosti
sluZzbenika za zastitu podataka, no narav i posljedice takvog savjetovanja i dalje nisu jasne. Stoga EDPB
poziva Komisiju da dodatno pojasni tu tocku i da razmotri hoce li tijekom bududih preispitivanja pratiti
razrjeSuje li u praksi voditelj obrade duznosti sluzbenika za zastitu podataka ili kaznjava li ga zbog
nacina na koji ovaj izvrSava svoje duznosti.
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EDPB primjecuje da na temelju clanka 47. DPR-a, Odbor za zastitu podataka ima nadzornu i
savjetodavnu funkciju jer savjetuje voditelja obrade i delegirane voditelje obrade u vezi s primjenom
¢lanaka 38. i 39. DPR-a, savjetuje o razrjesenju sluzbenika za zastitu podataka u skladu s ¢lankom 48.
stavkom 2. DPR-a i daje misljenje o primjeni mehanizma za pravnu zastitu u skladu s ¢lankom 50.

Kad je rije¢ o imenovanju ¢lanova Odbora za zastitu podataka, EDPB napominje da se, u skladu s
¢lankom 48. stavkom 1. DPR-a, Odbor za zastitu podataka sastoji od triju vanjskih stru¢njaka u podrucju
zaStite podataka koje imenuje predsjednik Ureda, odnosno predsjednika i dvaju drugih ¢lanova, od
kojih jedan djeluje kao zamjenik predsjednika. U skladu s ¢lankom 48. stavkom 2. DPR-a, predsjednik
Odbora za zastitu podataka, druga dva ¢lana i njihovi zamjenici moraju imati kvalifikacije potrebne za
imenovanje na pravosudnu duznost ili biti stru€njaci za zastitu podataka s dokazanim stru¢nim znanjem
i iskustvom u tom podrucju.

EDPB pozdravlja Cinjenicu da se pravilima za odabir ¢lanova nadzornog tijela zahtijeva stru¢nost u
podrucju zastite podataka te poti¢e Komisiju da prati imaju li ¢lanovi Odbora za zastitu podataka koji
su odabrani na temelju svojih kvalifikacija potrebnu razinu struénosti u podrucju zastite podataka s
obzirom na vaZznost takve stru¢nosti za obavljanje nadzorne funkcije.

2.4.2 Istrazne i korektivne ovlasti

U tom je kontekstu Sud EU-a pojasnio da ovlasti nadzornih tijela predstavljaju sva sredstva potrebna
za provedbu njihovih zadada te da bi ona osobito trebala imati istrazne ovlasti, kao Sto su to ovlasti za
prikupljanje svih podataka potrebnih za izvrSavanje njihovih nadzornih duznosti, ucinkovite ovlasti za
posredovanje, kao Sto je to nametanje privremene ili konacne zabrane obrade, ili ovlasti za
sudjelovanje u sudskim postupcima?>.

U skladu s ¢lankom 43. stavkom 1. tockom (d), sluzbenik za zastitu podataka moze provoditi revizije i
istrage (koje se provode u obliku inspekcija u podrucju zastite podataka ili ad hoc upita) u podrucju
zastite podataka?®. U skladu s obavijesti ,,Nadzor zastite podataka”?’, u kojoj se podrobnije razmatra
¢lanak 43. DPR-a, sluzbenik za zastitu podataka priprema u dogovoru s Odborom za zastitu podataka
godisnji plan revizije zasStite podataka (plan) te ga podnosi predsjedniku EPO-a na odobrenje. Odobreni
plan dostavlja se Odboru za zastitu podataka radi obavijesti. Odbor za zastitu podataka moze u svakom
trenutku iznijeti prijedloge o podrucjima u kojima bi Ured trebao provesti reviziju u podrucju zastite
podataka.

U skladu s ¢lankom 43. stavkom 1. tockom (i) DPR-a, sluZzbenik za zastitu podataka mora odgovoriti na
zahtjev Odbora za zastitu podataka te suradivati i savjetovati se s njim na njegov zahtjev ili na vlastitu
inicijativu. U skladu s ¢lankom 43. stavkom 1. tockom (j) DPR-a, sluzbenik za zastitu podataka mora

25 Sud EU-a, 6. listopada 2015., presuda u predmetu C-362/14, Maximillian Schrems protiv Data Protection
Commissioner

(,Schrems”), t. 43.

26 |strazne ovlasti sluzbenika za zastitu podataka detaljnije su opisane u dokumentu Data Protection Oversight -
How the Data Protection Office conducts DP Audits and DP Inspections (Nadzor zastite podataka — kako Ured za
zastitu podataka provodi revizije u podrucju zastite podataka i inspekcije u podrucju zastite podataka), koji je
dostupan na EPO-ovim internetskim stranicama i to na sljedecoj poveznici: https://link.epo.org/web/office/data-
protection-and-privacy/en-outline-of-the-data-protection-oversight-mechanism.pdf.

27 Data Protection Oversight - How the Data Protection Office conducts DP Audits and DP Inspections (Nadzor
zaStite podataka — kako Ured za zastitu podataka provodi revizije u podrucju zastite podataka i inspekcije u
podrudju zastite podataka), dostupno na EPO-ovim internetskim stranicama na sljedecoj poveznici:
https://link.epo.org/web/office/data-protection-and-privacy/en-outline-of-the-data-protection-oversight-

mechanism.pdf.
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olaksavati suradnju izmedu Odbora za zastitu podataka i Ureda u pogledu, medu ostalim, istraga u
podruéju zastite podataka, rjeSavanja prituzbi, procjena ucinka na zastitu podataka i prethodnih
savjetovanja. Nadalje, sluzbenik za zastitu podataka mora proslijediti Odboru za zaStitu podataka
informacije o novim administrativnim mjerama i internim pravilima koja se odnose na obradu osobnih
podataka.

Sluzbenik za zastitu podataka ispunjava izvjeSée o provedenim istragama i revizijama, a utvrdi li
neuskladenost s pravilima o zastiti podataka, u izvjeS¢u mora navesti svoje nalaze, zakljucke i
preporuke (ukljuCujuci korektivne mjere).

Konkretno, prema obavijesti ,Nadzor zastite podataka”, preporuke mogu ukljucivati , preventivne
mjere, mjere ublaZavanja ili korektivne mjere” koje voditelj obrade mora provesti u slucaju
nepravilnosti ili neuskladenosti. Sluzbenik za zastitu podataka moZe preporuciti uskladivanje
postupaka obrade s DPR-om, udovoljavanje zahtjevima ispitanika za ostvarivanje njihovih prava na
temelju DPR-a, obavjescivanje ispitanika o povredi osobnih podataka, suspenziju odredenog postupka
obrade podataka ili suspenziju protoka podataka odredenim primateljimaZ.

U skladu s obavijesti ,Nadzor zastite podataka” i Odlukom predsjednika Ureda od 12. 7. 2024.29,
zakljucci i preporuke mogu postati obvezujuéi (ako ih potvrdi Odbor) te ih voditelj obrade mora
provesti. U skladu s Obavijesti o nadzoru zastite podataka, u kojoj su podrobnije opisana pravila iz
¢lanka 43. stavka 1. tocaka (i) i (j) DPR-a, Odbor za zastitu podataka ima pravo iznositi primjedbe na
zakljucke i preporuke te zahtijevati izmjene, koje provodi sluzbenik za zastitu podataka. Nadalje,
sluzbenik za zastitu podataka ima ovlast pokrenuti naknadne inspekcije ili prosiriti opseg inspekcija u
podrucju zastite podataka te preporuciti pokretanje administrativne istrage radi utvrdenja jesu li
potrebne stegovne ili druge mjere.

S obzirom na usku povezanost sluzbenika za zastitu podataka i Odbora za zastitu podataka kao i vaznost
istraznih, revizijskih i korektivnih ovlasti, EDPB preporucuje Komisiji da dodatno pojasni njihovo
medudjelovanje, posebno u pogledu izvrS§avanja istraznih, revizijskih i korektivnih ovlasti, te da pojasni
ulogu sluzbenika za zastitu podataka u obradi zahtjeva ispitanika (¢lanak 43. stavak 1. tocka (k) DPR-a)
kao i njegovu ulogu, ako postoji, u postupku rjeSavanja prituzbi pred Odborom za zastitu podataka u
skladu s ¢lankom 50. DPR-a. Konkretno, EDPB poziva Komisiju da pazi da se u praksi jasno razgranicava
kada sluzbenik za zastitu podataka djeluje u svoje ime (u okviru svoje uloge i funkcije sluzbenika za
zastitu podataka), a kada u ime Odbora za zastitu podataka kako bi mu pruzio podrsku u obavljanju
njegovih nadzornih funkcija. Time bi se dodatno pojasnili nadzorna struktura i uloge sluzbenika za
zastitu podataka i Odbora za zastitu podataka.

2.4.3 Postupak rjeSavanja prituzbi pred Odborom za zastitu podataka

EDPB primjecuje da ispitanici imaju pravo podnijeti prituzbu Odboru za zastitu podataka, koji po njoj
postupa u skladu s postupkom utvrdenim u ¢lanku 50. DPR-a i Poslovnikom iz Priloga 1. DPR-u.

Konkretno, nakon Sto razmotri prituzbu, Odbor za zasStitu podataka izdaje voditelju obrade obrazloZzeno
misljenje u kojem moZze preporuciti naknadu imovinske ili neimovinske Stete.

28 |bid.

23 Odluka predsjednika Ureda o provedivosti preporuka sluzbenika za zastitu podataka koje podrzava Odbor za
zaStitu podataka u okviru revizija i inspekcija u podrucju zastite podataka. Zakljuéci dostupni na sljedecoj
poveznici: https://link.epo.org/web/office/data-protection-and-privacy/en-decision-of-the-president-on-
enforceability-of-dpo-conclusions-and-recommendations.pdf.
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U skladu s ¢lankom 50. stavkom 4. DPR-a, obrazloZzeno misljenje Odbora za zastitu podataka (dalje u
tekstu i ,misljenje”) nije obvezujuée za voditelja obrade, koji moZe odluditi da neée postupiti u skladu
s njim. U tom slucaju voditelj obrade mora dati pisano objasnjenje, a od njega se trazi i da o svojoj
konac¢noj odluci i zakljuécima Odbora za zastitu podataka obavijesti ispitanika, delegiranog voditelja
obrade i, ako je primjenjivo, izvrsitelja obrade, sluzbenika za zaStitu podataka i Odbor za zastitu
podataka. Odluku (koju Cini obrazloZzeno misljenje Odbora za zastitu podataka i konacna odluka
voditelja obrade) ispitanik moZe osporavati podnosenjem zahtjeva predsjedniku Ureda za pokretanje
arbitraznog postupka utvrdenog clankom 52. DPR-a ili utjecanjem Upravnom sudu Medunarodne
organizacije rada.

U skladu sa Smjernicama EDPB-a, Referentnim dokumentom o primjerenosti i sudskom praksom Suda
EU-a, nadzorno tijelo ima obvezujuce ovlasti jer je to kljuéni ¢imbenik u osiguravanju ucinkovitosti
nadzornog mehanizma.

EDPB napominje da su misljenja koja Odbor za zaStitu podataka daje u kontekstu rjeSavanja prituzbi i
dalje neobvezujuéa. lako zakljuéci i preporuke sluzbenika za zastitu podataka, nakon istraga i revizija
moguée pokrenutih na zahtjev Odbora za zastitu podataka, mogu postati obvezujuéi nakon sto ih
Odbor za zastitu podataka odobri, Cini se da se ne primjenjuju na slu¢ajeve pokrenute na temelju
¢lanka 50. Opce uredbe o zastiti podataka, tj. na prituzbe ispitanika.

S obzirom na prethodno navedeno, EDPB poziva Komisiju da provjeri jesu li ovlasti Odbora za zastitu
podataka obvezujuce u kontekstu rjesavanja prituzbi u skladu s ¢lankom 50. DPR-a te da osigura da
one budu obvezujuce, kao i da procijeni bi li se u tu svrhu mogle predvidjeti dodatne zastitne mjere.

Medutim, EDPB pozdravlja ¢injenicu da se na odluke voditelja obrade na temelju ¢lanka 50. stavka 6.
DPR-a mozZe podnijeti Zalba jer se time ispitanicima osiguravaju potrebni mehanizmi pravne zastite te
se omogucuje izvrSenje odluke nadzornog tijela.

Osim toga, EDPB pozdravlja ¢injenicu da i Odbor za zaStitu podataka mozZe preporuciti naknadu
imovinske ili neimovinske Stete (¢lanak 50. stavak 3. DPR-a).

2.4.4 Mehanizmi pravne zaStite i arbitraza

Prema Referentnom dokumentu o primjerenosti, ispitanicima bi se trebala osigurati ucinkovita pravna
zastita, ukljucujuéi naknadu Stete zbog nezakonite obrade njihovih osobnih podataka. To je kljucni
element koji mora ukljucivati sustav neovisnog presudivanja ili arbitraze koji omogucuje isplatu
naknade i, prema potrebi, izricanje sankcija.

EDPB napominje da, prema okviru EPO-a za zastitu podataka, ispitanici imaju pravo zatraZiti da
delegirani voditelj obrade preispita obradu njihovih osobnih podataka ako smatraju da je doslo do
povrede pravila o zastiti podataka. To je preduvjet za podnosenje prituzbe Odboru za zastitu podataka
kao neovisnom nadzornom tijelu u skladu s ¢lankom 50. DPR-a. Taj zahtjev predstavlja novinu u
usporedbi sa sustavom EU-a za zastitu podataka, kojom se, medutim, ne ugrozava razina zastite koju
pruza sustav EPO-a jer se njome ne utjece ni na provedivost prava ispitanika ni na njihovo pravo na
naknadu Stete.

U skladu s ¢lankom 50. i ¢lankom 52. stavkom 1. DPR-a, ako ispitanici nisu zadovoljni kona¢nom
odlukom donesenom po okoncanju postupka iz ¢lanka 50. DPR-a, mogu protiv te odluke podnijeti
Zalbu. Zaposlenici EPO-a mogu odluku osporavati pred Upravnim sudom Medunarodne organizacije
rada. Svi drugi ispitanici mogu u roku od tri mjeseca podnijeti predsjedniku zahtjev za arbitrazu.
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EDPB pozdravlja odredbe koje se odnose na mehanizam pravne zastite. Sto se tie arbitraznog
mehanizma, EDPB napominje da je, ako sudski mehanizmi nisu dostupni zbog, primjerice, pravnog
poloZaja voditelja obrade kao medunarodne organizacije, moguce predvidjeti alternativnhe mehanizme
rjeSavanja sporova. Ti alternativni mehanizmi rjeSavanja sporova moraju ispitaniku pruZiti jamstva koja
su u nacelu istovjetna onima propisanima ¢lankom 47. Povelje®. Stoga odredbe o alternativhom
mehanizmu ne predstavljaju same po sebi inherentan razlog za zabrinutost ili problem3! pod uvjetom
da arbitraZa (i) jamci neovisno i nepristrano presudivanje u skladu s nacelima zakonitog postupanja,
(ii) je obvezujuéa za voditelja obrade (EPO)3*?, omogucuje (iii) naknadu Stete i (iv), prema potrebi,
izricanje sankcija.

Sliéno tomu, Europski sud za ljudska prava presudio je da se ucinkoviti pravni lijekovi mogu osigurati
»drugim razumnim pravnim sredstvima” kao $to je arbitraza®3.

EDPB sa zadovoljstvom konstatira da su pravnim okvirom EPO-a predvidena (i) pravila za osiguranje
neovisnosti arbitra (¢lanak 52. stavak 3. DPR-a), (ii) obvezujuéi karakter arbitraZnog mehanizma
(€lanak 52. stavak 1. DPR-a) kao i (iii) pravo na naknadu stete pretrpljene zbog krsenja pravila o zastiti
podataka (¢lanak 53. DPR-a) te (iv), prema potrebi, izricanje sankcija (¢lanak 11. arbitraznih pravila
Europskog arbitraznog suda3?).

Nadalje, EDPB pozdravlja ¢injenicu da troskove arbitraze snosi EPO, ¢ime se ispunjava zahtjev da pravni
lijekovi kojima se ostvaruju prava ispitanika ne smiju ukljucivati previsoke troskove3®.

3. PRISTUP OSOBNIM PODATCIMA KOJA SU TIJELA JAVNE VLASTI
PRENIJELA 1Z UNIJE EUROPSKOJ PATENTNOJ ORGANIZACUI |
NJIHOVO KORISTENJE

EDPB prethodno isti¢e da se u ovom slucaju procjena pristupa tijela javne vlasti osobnim podatcima
prenesenima iz Unije i njihova koristenja razlikuje od odgovarajuce procjene razine zastite koju pruza
treca zemlja. Umjesto ocjenjivanja mjerodavnih propisa i praksi trec¢ih zemalja u vezi s vladinim
pristupom, konkretan scenarij donosenja odluke o primjerenosti zastite osobnih podataka koju pruza
medunarodna organizacija zahtijeva preispitivanje pravila kojima se odreduje kako ta organizacija
obraduje zahtjeve tijela vlasti za pristup osobnim podatcima, ukljucujuci, osobito, moguénost odbijanja

30 Sud EU-a, 16. srpnja 2020., presuda u predmetu C-311/18, Data Protection Commissioner protiv Facebook
Ireland Ltd i Maximilliana Schremsa (,,Schrems I1”), tocke 96. i 186. i dalje.

31 Referentni dokument Radne skupine iz ¢lanka 29. o primjerenosti donesen 28. studenog 2017., kako je zadnji
put revidiran i donesen 6. veljace 2018., Smjernice 2/2020 o ¢lanku 46. stavku 2. tocki (a) i ¢lanku 46. stavku 3.
tocki (b) Uredbe 2016/679 za prijenose osobnih podataka izmedu tijela javne vlasti i javnih tijela EGP-a i izvan
EGP-a, verzija 2.0, donesene 15. prosinca 2020., tocke 53.i 75.

32 Sud EU-a, 6. listopada 2015., presuda u predmetu C-362/14, Maximillian Schrems protiv Data Protection
Commissioner

(,Schrems”), tocke 41. i 95.; Sud EU-a, 16.srpnja 2020., presuda u predmetu C-311/18, Data Protection
Commissioner protiv Facebook Ireland Ltd i Maximilliana Schremsa (,,Schrems 11”), tocke 186.,187.,189., 195. i
dalje.

33 ESLIP, peti odjel, odluka, zahtjev br. 415/07. Roland KLAUSECKER protiv Njemacke, dostupno na sljedecoj
poveznici: https://hudoc.echr.coe.int/eng#{%22itemid%22:[%22001-151029%22.

34 Arbitrazna pravila Europskog arbitraznog suda dostupna su na sljedecoj poveznici: https://cour-europe-
arbitrage.org/arbitration-rules/

35 Radna skupina iz ¢lanka 29., WP 254 rev.01, donesen 28. studenog 2017. kako je zadnji put revidiran i donesen
6. veljace 2018., koji je potvrdio EDPB, t. 4.
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takvih zahtjeva i pravila prema kojima se to Cini. Stoga se, kad je rijec o pristupu tijela vlasti podatcima,
standard prema kojem se ocjenjuje nacelna istovjetnost razlikuje od prethodnih odluka o
primjerenosti.

Nadalje, EDPB odmah na pocetku opcenito konstatira da prema dodatnim objasnjenjima Komisije, EPO
jos$ nije zaprimio nijedan zahtjev za pristup podatcima u svrhu izvrSavanja zakonodavstva ili nacionalne
sigurnosti.

Cinjenica da EPO-u dosad nije podnesen nijedan zahtjev za potrebe izvriavanja zakonodavstva ili
nacionalne sigurnosti implicira da pravila primjenjiva u takvim slucajevima jo$ nisu u tom pogledu
ispitana u praksi. Stoga EDPB potice Komisiju da prati hoce li EPO primiti ijedan takav zahtjev u
buduénosti kao i nacin na koji ¢ée se mjerodavna pravila provoditi u konkretnom kontekstu. Komisija bi
prije svega mogla razmotriti kako se pravila i standardi EPO-a primjenjuju na zahtjeve tijela za
izvrSavanje zakonodavstva i obavjestajnih agencija, kao $to je zahtjev za dokazivanje potrebe prijenosa
podataka za konkretnu svrhu koji proizlazi iz EPO-ove obveze suradnje (¢lanak 8. stavak 3. DPR-a). Takvi
¢e dokazi pak biti osnova za EPO-ovo preispitivanje potrebe i proporcionalnosti slanja podataka
(¢lanak 8. stavak 4. DPR-a)3.

3.1 EPO-ova obrada zahtjeva tijela vlasti za pristup osobnim podatcima

U nacrtu odluke navodi se da pravni okvir na temelju kojega EPO ocjenjuje i odgovara na zahtjeve tijela
javne vlasti koji se odnose na osobne podatke proizlazi iz PPI-ja, zahtjeva iz DPR-a u pogledu slanja i
prijenosa osobnih podataka i medunarodnog javnog prava®’. lako se taj okvir opéenito primjenjuje na
zahtjeve i drzava ugovornica i drZava koje nisu ugovornice, konkretnim odredbama uspostavlja se
drukdiji rezim za zahtjeve koje izdaju tijela javne vlasti drZava ugovornica, s jedne strane, i drzava koje
nisu ugovornice, s druge strane.

Kad je rije¢ o drzavama ugovornicama, imuniteti EPO-a utvrdeni u PPI-ju (vidjeti t. 14.) dopunjeni su
obvezom suradnje. Clankom 20. stavkom 1. PPI-ja propisano je da EPO ,,u svakom trenutku suraduje s
nadleZnim tijelima drZava ugovornica kako bi se olaksalo pravilno sudovanje, osiguralo postovanje
policijskih propisa i propisa koji se odnose na javno zdravlje, inspekciju rada ili drugo slicno nacionalno
zakonodavstvo te kako bi se sprijecila svaka zlouporaba povlastica, imuniteta i pogodnosti predvidenih
ovim Protokolom”38. U tu svrhu te kako je predvideno ¢lankom 3. stavkom 1. tockom (a) PPI-ja, EPO se
moze odreci imuniteta od sudbenosti i izvrSenja kako bi odgovorio na zahtjeve tijela vlasti za pristup.
EDPB s pravom istiCe da se doista €ini neizbjeznim predvidjeti mehanizme suradnje s tijelima javne
vlasti iz drzava ugovornica, koji u odredenim slucajevima ¢ak mogu sluziti interesima ispitanika, npr.
kad je rije¢ o socijalnim naknadama i pitanjima u vezi s osiguranjem osoblja EPO-a. Medutim, u
¢lanku 20. stavku 1. PPl-ja postavlja se pitanje, posebno u pogledu zahtjeva za pristup u svrhu
izvrSavanja zakonodavstva i nacionalne sigurnosti, kako je obveza suradnje povezana s pojmom
imuniteta odnosno kakvo je njihovo medudjelovanje. Komisija je navela da se pravila EPO-a o suradnji
moraju tumaciti kao dio Sireg opéeg nacela imuniteta te bi stoga EPO bio u moguénosti odbiti zahtjeve
u prethodno navedene svrhe neovisno o ¢lanku 20. stavku 1. PPl-ja. EDPB poziva Komisiju da u odluci
dodatno pojasni to pitanje.

36 O pravnom okviru za slanje podataka vidjeti i tocke 56. i 57. ovog misljenja.

37 Vidjeti uvodnu izjavu 96. nacrta odluke.

38 prema dodatnim informacijama koje je dostavila Komisija, EPO do sada nije primijenio ovlast na temelju
¢lanka 20. stavka 2. i ¢lanka 25. PPI-ja kako bi sklopio dopunske sporazume s jednom ili viSe drZzava ugovornica za
potrebe izvrsavanja zakonodavstva ili nacionalne sigurnosti.
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Odluku o zahtjevu za suradnju donosi predsjednik Ureda prema, kako je navedeno u nacrtu odluke,
svojoj slobodnoj ocjeni®. lako se u nacrtu odluke upuéuje na ¢lanak 3. stavak 1. tocku (a) PPl-ja kao na
pravnu osnovu za ukidanje imuniteta Organizacije, u njemu se jasno ne utvrduje odredba kojom se
predsjedniku daje predmetna diskrecijska ovlast i odreduju kriteriji za izvrSavanje te diskrecijske ovlasti
pri odlucivanju o zahtjevu za suradnju. EDPB napominje da je, u skladu s ¢lankom 19. stavkom 2. PPI-
ja, predsjednik ,duZan ukinuti imunitet ako smatra da takav imunitet spre¢ava normalno
funkcioniranje pravosuda te da ga je moguce ukinuti bez Stete za interese Organizacije”. Tim se
zahtjevom namec¢u dodatna pitanja o dosegu predsjednikovih diskrecijskih ovlasti. Slijedom toga te
nastavno na prethodnu tocku, EDPB poziva Komisiju da u odluci pojasni te aspekte.

Ako EPO odluci udovoljiti zahtjevu drzave ugovornice za pristup u skladu s ¢lankom 20. stavkom 1. PPI-
ja, primjenjuju se zahtjevi iz DPR-a u pogledu slanja podataka (vidjeti t. 38. i sljedece tocke)*. Ta su
pravila primjenjiva na sve drzave ugovornice bez obzira na to je li drzava ugovornica drzava clanica
EGP-a ili se s aspekta prava EU-a o zastiti podataka smatra trecom zemljom. Medutim, za razliku od
rezima za prijenos podataka tijelima javne vlasti izvan drZava ugovornica EPO-a, pravila za slanje
podataka izrijekom ne zahtijevaju da u zemlji primateljici bude osigurana primjerena razina zastite
prenesenih podataka*!. U tom pogledu EDPB Zeli podsjetiti na svoje Smjernice o ¢lanku 48. Opcée
uredbe o zastiti podataka“?, u kojima se navodi da ,,ako se podatci koji se obraduju u EU-u prenose ili
otkrivaju na zahtjev tijela trece zemlje, takvo otkrivanje podlijeZe Opcoj uredbi o zastiti podataka i
predstavlja prijenos u smislu poglavlja V. To znaci da, kao i za svaki prijenos koji podlijeZe Opcoj uredbi
o zastiti podataka, mora postojati pravna osnova za obradu iz ¢lanka 6. i osnova za prijenos iz
poglavlja V.”** U tom pogledu EDPB ponavlja svoj zahtjev za pojasnjenje iz tocke 41. i poziva Komisiju
da pojasni koje se zaStitne mjere primjenjuju i u pogledu prijenosa na temelju zahtjeva tijela vlasti za
pristup, posebno zahtjeva za potrebe izvrSavanja zakonodavstva i nacionalne sigurnosti. Valja osigurati
da su zahtjevi iz poglavlja V. Opce uredbe o zaStiti podataka, u mjeri u kojoj je to potrebno za
utvrdivanje nacelne istovjetnosti, u dovoljnoj mjeri uzeti u obzir, medu ostalim u slu¢ajevima u kojima
pojam treéih zemalja u pravu EU-a o zastiti podataka i onaj u pravnom okviru EPO-a nije posve
podudaran®.

lako EDPB priznaje da je u Objasnjenju EPO-a o slanju i prijenosu osobnih podataka navedeno da , kako
bi se pruZila odgovarajuca jamstva kao instrumenti za slanje podataka, u provedbene bi instrumente,
kao sto su memorandumi o razumijevanju ili administrativni dogovori, trebalo uvrstiti posebne odredbe
o0 zastiti podataka”*, u praksi takvi instrumenti mozda nece biti provedivi u odnosu na tijela za
izvrSavanje zakonodavstva i nacionalne sigurnosne agencije. Stoga EDPB smatra da bi Komisija trebala
posvetiti posebnu pozornost slanju osobnih podataka drzavama ugovornicama koje nisu ¢lanice EGP-
a, osobito kad se oni $alju u svrhu izvrSavanja zakonodavstva i nacionalne sigurnosti.

Buduci da ne postoji pravni instrument kojim se posebno ureduje kako EPO obraduje zahtjeve tijela
javne vlasti drzava koje nisu ugovornice, primjenjuju se opca pravila o prijenosu iz DPR-a, koja su vrlo
sli¢cna onima iz poglavlja V. Opce uredbe o zastiti podataka (vidjeti tocke 35. i 36.).

39 Vidjeti uvodnu izjavu 97. nacrta odluke.

40 |bid.

41 Vidjeti uvodne izjave od 63. do 65. nacrta odluke i ¢lanak 8. DPR-a.

42 Smjernice EDPB-a 02/2024 o ¢lanku 48. Opce uredbe o zastiti podataka, donesene 2. prosinca 2024.

43 lbid., t. 9.

44 |ako EDPB potvrduje da su sve drzave ugovornice stranke EKLIP-a i Konvencije br. 108, EDPB podsjeda da
ratifikacija takvih instrumenata sama po sebi nuZzno ne osigurava nacelno istovjetnu razinu zastite jer e to
prvenstveno ovisiti o njihovoj konkretnoj provedbi u svakoj zemlji.

45 EPO-ovo slanje i prijenos osobnih podataka, Objasnjenje, verzija iz sijeénja 2024., str. 6.
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87.

88.

89.

90.

91.

3.2 Ogranicenje prava ispitanika

Clankom 25. DPR-a predvideno je da se, pod uvjetima koji u velikoj mjeri odraZavaju zahtjeve iz
¢lanka 23. Opdée uredbe o zastiti podataka, posebnim pravnim odredbama u pravnom okviru EPO-a
moze ograniCiti primjena prava ispitanika (vidjeti t. 33. i sljedece tocke). U kontekstu vladina pristupa
EDPB napominje da se ogranic¢enje sadrzano u Okruznici br. 420 tocki (h) moze tumaciti Siroko jer se
ono opcenito odnosi na scenarije ,,pruZzanja pomoci nadleznim tijelima javne vlasti ili primanja pomoci
od njih, medu ostalim od drZava ugovornica EPO-a i medunarodnih organizacija”. lako priznaje da je
podrucje primjene te odredbe ograniceno na osoblje EPO-a, EDPB poziva Komisiju da prati njezinu
prakti¢nu primjenu.

4. PROVEDBA | PRACENJE PROVEDBE NACRTA ODLUKE

Kad je rijeC¢ o pradenju i preispitivanju odluke o primjerenosti, EDPB napominje da je, u skladu sa
sudskom praksom Suda EU-a, ,,s obzirom na ¢injenicu da je razina zastite koju pruza treé¢a zemlja ili
medunarodna organizacija podloZzna promjeni, Komisija, nakon donosenja odluke o primjerenosti na
temelju ¢lanka 45. Opce uredbe o zastiti podataka, duzna periodi¢no provjeravati ¢injeni¢nu i pravnu
opravdanost utvrdenja o odgovarajucoj razini zaStite koju osigurava predmetna tre¢a zemlja ili
medunarodna organizacija. Takva provjera se u svakom sluc¢aju namece kad na temelju indicija nastane
sumnja u tom pogledu”?®,

EDPB smatra da ce tijekom sljedecih periodi¢nih preispitivanja posebnu pozornost trebati posvetiti
nadzornoj funkciji, a posebno izvrSavanju istraznih i korektivnih ovlasti, kao i pristupu tijela vlasti
podatcima prenesenima iz EU-a EPO-u. Isto tako, Komisija bi tijekom praéenja provedbe odluke o
primjerenosti trebala posvetiti dodatnu pozornost razvoju pravila kojima se dopunjuje DPR, kao Sto su
,Odluka predsjednika Europskog patentnog ureda od 12. srpnja 2024. o provedivosti preporuka
sluzbenika za zastitu podataka koje podrZava Odbor za zastitu podataka u okviru revizija i inspekcija u
podrudju zastite podataka”, ,,Nadzor zastite podataka — kako sluZbenik za zastitu podataka provodi
revizije i inspekcije u podrucju zastite podataka” i ,EPO-ovo slanje i prijenos osobnih podataka,
Objasnjenje”, verzija iz sijenja 2024.

EDPB napominje da ¢ée se, u skladu s ¢lankom 45. stavkom 3. Opée uredbe o zastiti podataka,

preispitivanje zakljucka o primjerenosti provoditi barem svake Cetiri godine.

Kad je rije¢ o prakticnom sudjelovanju EDPB-a i njegovih predstavnika u pripremi i provedbi buduéih
periodi¢nih preispitivanja, EDPB ponavlja da bi mu svu mjerodavnu dokumentaciju, ukljucujuéi
prepisku, trebalo u pisanom obliku dostaviti dovoljno vremena prije samih preispitivanja.

46 Sud EU-a, 6. listopada 2015., presuda u predmetu C-362/14, Maximillian Schrems protiv Data Protection
Commissioner
(,Schrems”), t. 76. Vidjeti i nacrt odluke, uvodna izjava 105. i ¢lanak 3. stavak 5.
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EDPB pozdravlja Cinjenicu da se nacrtom odluke predvida sudjelovanje EDPB-a na sastanku koji
organiziraju Komisija i EPO i koji je posveéen preispitivanju nacina na koji funkcionira odluka o
primjerenosti.

Za Europski odbor za zastitu podataka

Predsjednica

(Anu Talus)
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